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Sehr geehrte Mitarbeiterinnen und Mitarbeiter,

der Personalausweis wird seit November 2010 im
Scheckkartenformat ausgestellt. Er dient als Aus-
weis innerhalb Deutschlands sowie fiir Reisen
innerhalb der EU-Mitgliedstaaten und eignet sich
bestens fiir das Ausweisen in der digitalen Welt
(Online-Ausweis).

Der Online-Ausweis ermoglicht es den Biirger-
innen und Biirgern, Behdrdenginge und geschéft-
liche Angelegenheiten mit hohem Vertrauens-
niveau einfach und schnell im Internet zu er-
ledigen, ohne Ausdrucke, handschriftliche
Unterschriften und Versand per Post. Behérden
kénnen dadurch ihren Service verbessern und
Anliegen von Biirgerinnen und Biirgern elektro-
nisch und damit schneller bearbeiten.

Die personlichen Daten sind dabei immer zuver-
lassig vor Diebstahl und Missbrauch geschiitzt.
Der Online-Ausweis schiitzt vor Identitéts-
diebstahl, weil weder Nutzernamen noch Pass-
worter verwendet werden.

Dieses Handbuch unterstiitzt Sie bei der Be-
arbeitung von Personalausweisantriagen ebenso
wie bei der Ausgabe der Ausweisdokumente. Es
erklart die digitalen Funktionen, den Ablauf des
Antrags- und Ausgabeverfahrens und einzelne
Arbeitsschritte. Die Gesprachsleitfiden enthalten
Formulierungen, die Sie in den verschiedenen
Situationen verwenden konnen. Fachbegriffe
werden im Glossar auf den Seiten 63 bis 69 er-
lautert. Auf den Seiten 61 und 62 werden wei-
tere Informationsquellen und -materialien auf-
gefiihrt, die Ihnen im Beratungsalltag helfen.

Das Bundesministerium des Innern hat dieses
Handbuch zur Unterstiitzung der Beschéftigten
in Personalausweisbehorden erstellt. Es dient der
Orientierung, kann aber die Rechtsanwendung
im Einzelfall nicht ersetzen. Bitte beachten Sie

daher zugleich die rechtlichen Vorgaben der fol-
genden Vorschriften:

+ Gesetz tiber Personalausweise und den elektro-
nischen Identitatsnachweis (PAuswG)

« Verordnung tiber Personalausweise, eID-
Karten fiir Unionsbiirger und Angehorige des
Européischen Wirtschaftsraums und den elek-
tronischen Identititsnachweis (PAuswV)

+ Verordnung iiber Gebiihren fiir Personal-
ausweise und eID-Karten fiir Unionsblirger
und Angehorige des Européischen Wirt-
schaftsraums (PAuswGebV)

+ Allgemeine Verwaltungsvorschrift zur Durch-
fihrung des Passgesetzes (PassVwV) und
zur Durchfiihrung des Personalausweis-
gesetzes und der Personalausweisverordnung
(PAuswVwV)

Die behordlichen IT-Fachverfahren und Software-
programme in den Personalausweisbehdrden
sind bundesweit unterschiedlich und werden da-
her nicht detailliert erldutert. Eine Anleitung zur
Handhabung der Softwarekomponenten erhalten
Sie in der Regel von Threr Kommune.

Mit der vorliegenden Auflage werden die
Rechtsidnderungen mit Stand Mai 2025 bertick-
sichtigt: das neue PIN-Brief-Verfahren, der
Direktversand sowie das digitale Lichtbild.

Der Online-Ausweis ermdglicht
es den Biirgerinnen und Biirgern,
Behordengdnge und geschadiftliche
Angelegenheiten mit hohem
Vertrauensniveau einfach und
schnell im Internet zu erledigen.
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1.
Einfiihrung

Der Personalausweis ist in der Alltagswelt weit mehr als ein
Ausweisdokument bei der Grenz- und Personenkontrolle. Mehr
als 60 Millionen Biirgerinnen und Biirger weisen sich in vielen
Situationen des téglichen Lebens mit ihrem Personalausweis aus:
beispielsweise beim Erdffnen eines Bankkontos, beim Abschluss eines
Telefonvertrags und am Check-in-Schalter einer Fluggesellschafft.

Der deutsche Personalausweis ist das Mittel der
Wahl, wenn eine zweifelsfreie Identifizierung er-
forderlich ist. Mit dem Personalausweis begegnet
Deutschland den Herausforderungen fiir die
kommenden Jahre und bestitigt seine fiihrende
Rolle in Bezug auf die Falschungssicherheit von
Ausweisdokumenten.

Der Personalausweis ist als Reisedokument
innerhalb des Schengenraums und dartber hi-
naus anerkannt. Er erfiillt die Anforderungen

der entsprechenden EU-Verordnung. Mit der
Speicherung eines Lichtbilds und zweier Finger-
abdriicke im Chip wird die Verbindung zwischen
Person und Dokument deutlich erhoht. Dadurch
koénnen autorisierte Behorden schnell erkennen,
wenn der Ausweis durch dhnlich aussehende Per-
sonen missbraucht wird.

Viele Alltagsgeschifte werden heute im Internet
erledigt. Die haufig notwendige Identifizierung
kann bei Online-Vorgingen nicht durch den
Vergleich des Lichtbilds auf dem Ausweis-
dokument mit der Ausweisinhaberin bzw. dem
Ausweisinhaber erfolgen. In diesen Fillen kann
die Person ihre Identitdat mit dem Online-Aus-
weis zuverlissig, einfach und schnell nachweisen.
Dadurch werden z. B. das Anmelden an Portalen
oder bei Nutzerkonten und das Ausfiillen von
Formularen erheblich erleichtert.

Hoheitliche Identitdtskontrollen an der Grenze
koénnen schnell und komfortabel durchgefihrt
werden, weil ein elektronischer Abgleich der
relevanten Daten die Grenzabfertigung verein-
fachen und beschleunigen kann. Die herkdmm-
liche Funktion als Sichtausweis mit Lichtbild
und gedruckten Personendaten bleibt dabei voll-
stindig erhalten.



2.

Der Ausweis
fiir die digi-
tale Welt

Das sichere elektronische Ausweisen wird mit fortschreitender
Digitalisierung zunehmend wichtiger. Mit ihrem Personalaus-
weis erhalten die Biirgerinnen und Biirger daftir seit 2010 eine
sichere, einfache und datenschutzfreundliche Lésung: die Online-
Ausweisfunktion, auch Online-Ausweis genannt.

Das Online-Ausweisen bieten immer mehr Be-
hoérden und Unternehmen an. Die deutschen Ver-
waltungsleistungen werden soweit moglich digi-
talisiert. Das spart Wege und Wartezeiten. Mit dem
Online-Ausweis konnen Biirgerinnen und Biirger
z. B. das eigene Rentenkonto abrufen, ihre Steuer-
erklarung abgeben, Elterngeld, BAf6G und Leis-
tungen aus dem Kfz-Zulassungswesen beantragen,
eine Erklarung zur Organ- und Gewebespende im
Register eintragen lassen. Anwendungsbeispiele
finden Sie auf den Seiten 12 und 13.

Immer mehr Unternehmen setzen das elek-
tronische Ausweisen fiir die gesetzeskonforme
Kundenidentifizierung ein. Wer z. B. eine SIM-
Karte oder eSIM kauft, muss sich gegeniiber dem

Mobilfunkanbieter identifizieren. Mit dem On-
line-Ausweis geht das innerhalb von Sekunden.
Die SIM-Karte kann sofort verwendet werden.

Die im Ausweis gespeicherten Daten konnen per
Smartphone fiir den elektronischen Identitéts-
nachweis iibermittelt werden. Benétigt werden
dazu der Personalausweis, die selbst gewéhlte,
sechsstellige PIN, ein geeignetes NFC-fihiges
Smartphone (Android/iOS) und eine geeignete
Software, z. B. die AusweisApp. Weitere Informa-
tionen finden Sie auf Seite 16. Die AusweisApp
priift, ob Smartphone und Online-Ausweis fir die
mobile Nutzung einsatzbereit sind. Das Online-
Ausweisen mit Personalausweis und Smartphone
dauert nur wenige Sekunden.



Informationen zu weiteren Verbesserungen fiir
den digitalen Identitdtsnachweis mit dem Online-
Ausweis finden Sie auf der Startseite Digitale
Verwaltung.

Seit Juli 2017 wird jeder neue Personalausweis
mit aktiviertem Online-Ausweis ausgegeben,
wenn die antragstellende Person das 16. Lebens-
jahr vollendet hat. Das nachtrégliche Aktivieren
des Online-Ausweises und das Setzen einer neuen
PIN sind seit dem 1. Januar 2021 gebiihrenfrei.

Das Sperren und Entsperren der Online-Aus-
weisfunktion wurde dadurch vereinfacht, dass
das Sperrkennwort und die Sperrsumme in das
Melderegister aufgenommen wurden. Die zu-
stindige Personalausweisbehorde kann daher
die Sperrung und Entsperrung des Online-Aus-
weises in den meisten Fillen auch dann ver-
anlassen, wenn sie nicht die registerfithrende

(= ausstellende) Personalausweisbehorde ist.

Mit dem seit 1. Mai 2024 im Einsatz befindlichen
Modul XPassAusweis wurde hierzu eine weitere

o
JERy

Mit dem Online-Ausweis kdnnen sich Birgerinnen und
Biirger sicher digital ausweisen - z. B. mit der AusweisApp
und der BundID. Bildquelle: Bundesministerium des Innern,
Bundesdruckerei GmbH

Mit dem Online-Ausweis k6nnen
Biirgerinnen und Biirger ihre
Identitqit sicher, einfach und

in Sekundenschnelle digital
nachweisen.

Vereinfachung umgesetzt: Durch Realisierung
des Mitzugs werden mittels einer XPassAus-
weis-Nachricht auch das Sperrkennwort und

die Sperrsumme direkt aus dem Personalaus-
weisregister der ausstellenden Behorde an die
zustindige Behorde tibermittelt. Die aktuelle
XPassAusweis-Spezifikation steht unentgelt-

lich zur Verfiigung und wird durch die KoSIT
(Startseite - Koordinierungsstelle fiir IT-Standards)
herausgegeben.

Ein letzter Hinweis: Formulare konnen heute
immer ofter elektronisch mit den Personendaten
aus dem Personalausweis ausgefiillt werden, z. B.
an der Rezeption eines Hotels, in einer Bank oder
an einem Behordenschalter. Die PIN des Aus-
weises wird daftr nicht benétigt. Naheres iber
das Vor-Ort-Auslesen erfahren Sie auf Seite 18.
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3.
Der Personal-

ausweis
und seine
Funktionen
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Im Folgenden werden der Personalausweis und seine
elektronischen Funktionen beschrieben.

Die Darstellung beginnt mit einer Beschreibung
der Ausweiskarte (Abschnitt 3.1). Im Anschluss
wird das ,,Herzstiick” des Personalausweises, die
Online-Ausweisfunktion, in den Abschnitten 3.2
bis 3.4 erldutert. In Abschnitt 3.5 erfahren Sie,
wie mithilfe des Personalausweises eine digitale
Unterschrift (qualifizierte elektronische Signatur)
erzeugt wird. Abschnitt 3.6 beschreibt das Vor-
Ort-Auslesen. Abschnitt 3.7 erldutert die hoheit-
liche Verwendung der biometrischen Daten. Ab-
schlieffend informiert Abschnitt 3.8 allgemein zu
den Themen Datenschutz und Datensicherheit.

3.1 Die Ausweiskarte
Der Personalausweis hat das Format einer Scheck-

karte (8,6 x 5,4 cm). Die Ausweiskarte enthalt
zahlreiche physikalische Sicherheitsmerkmale,

die die Falschungssicherheit erh6hen. Detaillierte
Informationen mit Abbildungen stehen im Flyer
soicherheitsmerkmale des Personalausweises®.
Den Flyer finden Sie im Personalausweisportal
(www.personalausweisportal.de) und dort
zusitzlich auch im zugangsgeschiitzten
Behordenbereich.

Die Ausweiskarte enthilt einen kontaktlos les-
baren Chip, der gegen unberechtigtes Auslesen
geschiitzt ist. Mit dem Chip werden die elek-
tronischen Funktionen realisiert. Durch Einsatz
moderner Funktechnologie nutzen sich Ausweis
und Chip auch beim hiufigen Gebrauch nicht ab
und erfiillen ihre Funktion bis zum Ablauf der
Giiltigkeit des Ausweises.
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Auf dem Chip sind u. a. die folgenden person-
lichen Daten elektronisch gespeichert (vgl. Ab-
schnitt 3.8.1):

+ Familien- und Vorname(n)

+ Geburtsdatum und -ort

+ Anschrift

- Lichtbild

- Fingerabdriicke

« sofern vorhanden: Geburtsname

« sofern vorhanden: Ordens- bzw. Kiinstlername
- sofern vorhanden: Doktorgrad

« die Daten der maschinenlesbaren Zone

- ggf. die Schliissel und Zertifikate fiir die quali-
fizierte elektronische Signatur

3.2 Online-Ausweisfunktion fiir
die digitale Welt

Die Online-Ausweisfunktion ist der Ausweis
fir die digitale Welt. Mit dem Online-Ausweis

Bildquelle: Bundesministerium des Innern
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koénnen sich Biirgerinnen und Biirger sicher im
Internet oder an Automaten ausweisen und ihre
Behordenginge oder ihre geschiftlichen Ange-
legenheiten mit Firmen einfach online erledigen.
Das spart Zeit und Kosten.

Der Einsatz des Online-Ausweises ist nicht bei
allen digital angebotenen Diensten notig. Aber
tberall dort, wo es besonders wichtig ist, dass sich
eine Person eindeutig identifiziert - z. B. bei der
Anforderung eines polizeilichen Fiihrungszeug-
nisses oder bei der Einsichtnahme in den Punkte-
stand beim Verkehrszentralregister -, kommt der
Online-Ausweis zum Einsatz. Er ist fiir beide Sei-
ten - Sender und Empfinger - besonders sicher.

Auf Personalausweisportal - Anwendungensuche
werden zahlreiche Anwendungsbeispiele fiir den
Online-Ausweis vorgestellt.

Mit dem Online-Ausweis bestimmen die Biir-
ger-innen und Biirger selbst, ob und wem sie ihre
personlichen Daten verschliisselt ibermitteln.
Ihre Daten sind beim Ausweisen in der digitalen
Welt immer zuverlissig geschiitzt.

Auf der Riickseite ist das ]-

Logo des Online-Ausweises {Lb')
aufgedruckt. Mit diesem

Logo sind Internetanwendungen, Auto-
maten und Gerite gekennzeichnet, die das
Online-Ausweisen mit dem Personalaus-
weis unterstiitzen.
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+ Vor der Ubermittlung ihrer Ausweisdaten
koénnen sich die Nutzerinnen und Nutzer an-
zeigen lassen, welche Behorde oder welches
Unternehmen die tibertragenen Daten er-
hélt und ob die staatliche Zulassung der Ver-
gabestelle fur Berechtigungszertifikate (VfB)
im Bundesverwaltungsamt fiir die Abfrage
der Daten dieser Behorde bzw. diesem Unter-
nehmen vorliegt.

- Damit Ausweisdaten elektronisch tibermittelt
werden kénnen, miissen die Nutzerinnen und
Nutzer ihre selbst gewéhlte, sechsstellige Ge-
heimnummer (PIN) eingeben.

+ Die Ausweisdaten werden immer Ende-zu-
Ende-verschliisselt tibermittelt und konnen
nicht abgefangen oder eingesehen werden.

Im folgenden Abschnitt (3.3) lernen Sie einige
Einsatzmoglichkeiten fiir die Online-Ausweis-
funktion kennen. Im Anschluss daran (Ab-
schnitt 3.4) werden die Voraussetzungen fiir
die Nutzung des Online-Ausweises im Detail
erldutert.

3.3 Anwendungsméglichkeiten fiir
den Online-Ausweis

Der Online-Ausweis kann fiir immer mehr
Leistungen von Beh6rden und Unternehmen
verwendet werden. Auf Personalausweisportal
- Anwendungensuche werden zahlreiche An-
wendungsmaoglichkeiten vorgestellt.

Dort finden Sie auch die nachfolgenden Beispiele
aus der offentlichen Verwaltung. Die Anwendun-
gen werden moglichst einfach und verstindlich
beschrieben. Wenn Sie sich die Anwendungen an-
schauen mochten, nutzen Sie bitte die Links auf:
Personalausweisportal - Anwendungensuche.
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Fiir die Nutzung des Online-Ausweises
werden benoétigt:

- ein Personalausweis mit einsatz-
bereitem Online-Ausweis

« die selbst gewihlte, sechsstellige
Geheimnummer (PIN)

- ein geeignetes NFC-fahiges Smart-
phone (Android oder iOS) oder ein
Kartenlesegerat

+ die kostenlose AusweisApp oder eine
andere geeignete Software

Das Online-Ausweisen mit
der AusweisApp:

« Eine Webseite fordert zur Identi-
fizierung per Online-Ausweis auf.

Bei Smartphones wird nun die Aus-
weisApp automatisch gestartet. Bei
Computern muss die AusweisApp vor
dem Aufruf aus der Webseite laufen.

» Der Personalausweis wird mit dem
Smartphone oder Kartenlesegerit
verbunden.

Die selbst gewihlte, sechsstellige

Geheimnummer (PIN) wird eingegeben.

+ Daraufhin werden die Personendaten
zwecks Identifizierung an den
Empfinger ibermittelt. Die Online-
Identifizierung ist damit abgeschlossen
und der Onlinedienst kann genutzt
werden.
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Fiir junge Arbeitnehmerinnen
und Arbeitnehmer

BAfo6G online

Mit Ihrem Online-Ausweis konnen Sie
sich beim Bundesverwaltungsamt fiir

das BAf6G-Riickzahlungsverfahren an-
melden und sowohl Ihre persénlichen
Daten als auch die erforderlichen Nach-
weise sicher und schnell elektronisch
iibermitteln. So miissen Sie die Nachweise
nicht mehr per Post senden. Der Online-
Ausweis vereinfacht und beschleunigt das
BAf6G-Riickzahlungsverfahren.

Fiir dltere Arbeitnehmerinnen
und Arbeitnehmer

Rentenkonto abfragen

Die Deutsche Rentenversicherung stellt
ihren Kundinnen und Kunden verschie-
dene Anwendungen fiir den Online-Aus-
weis bereit. Im Kundenbereich ,,eService“
konnen Sie auf Ihr Rentenkonto zugreifen
(z. B. Versicherungsverlauf und Beitrags-
rechnung), Ihre Rentenauskunft online ab-
rufen oder schnell und einfach Thre persén-
lichen Daten dndern (z. B. Ihre Adresse und
Bankverbindung).

Mit dem Online-Ausweis ]-
konnen Biirgerinnen und

Biirger viele Beh6rdenginge

online erledigen - vom BAf6G bis zum
Punktekonto in Flensburg - und sparen so
Zeit, Wege und Papierkram.

Fiir steuerpflichtige Biirgerinnen und
Biirger, Unternehmen und Vereine

Steuererklirung online — Registrierung mit
dem Online-Ausweis

Nach dem Login mit dem Online-Aus-
weis konnen Sie Thre Steuererklidrung
online ausfiillen und abgeben sowie
verschiedene weitere Dienste nutzen,

z. B. den elektronischen Einspruch oder
die Auskunft tiber die elektronischen
Lohnsteuerabzugsmerkmale.

Fiir die Registrierung im ELSTER-Portal
wird Thre Identitidt anhand Thres Online-
Ausweises liberpriift. Sie miissen nicht
mehr auf den Aktivierungsbrief warten. Die
Registrierung kann innerhalb weniger Mi-
nuten abgeschlossen werden. Dadurch wird
sie erheblich beschleunigt und vereinfacht.

Fiir Autofahrerinnen und Autofahrer

Punktekonto in Flensburg und
Kfz-Halterauskunft

Mit dem Online-Ausweis erhalten Sie beim
Kraftfahrt-Bundesamt einfach, schnell
und kostenfrei eine Registerauskunft.
Dazu gehoren Informationen aus dem
Fahreignungsregister (FAER, sogenannter
Punktestand) sowie zu den auf Ihre Person
zugelassenen und im Zentralen Fahrzeug-
register (ZFZR) gespeicherten Fahrzeugen.
Die Auskunft wird nach erfolgreicher elek-
tronischer Authentisierung mit dem On-
line-Ausweis im PDF-Format direkt zum
Herunterladen bereitgestellt.
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Fiir verlissliche Biirgerinnen und Biirger

Registerauskunft und Fiihrungszeugnis

Das Bundesamt fiir Justiz stellt mit der
Auskunft aus dem Bundeszentralregister
einen direkten Weg zur Online-Be-
antragung eines Fiihrungszeugnisses tiber
das Internet zur Verfiigung. Der Online-
Ausweis eriibrigt das Antragsformular mit
personlicher Unterschrift und den Gang
zur Behorde.

Auskunft aus dem Gewerbezentralregister
Das Gewerbezentralregister enthélt Ein-
tragungen fiir gewerblich tétige natiir-
liche und juristische Personen, also Unter-
nehmen, wie z. B. Gewerbezulassungen,
Gewerbeuntersagungen, Riicknahmen

von Erlaubnissen, Konzessionen, Straf-
taten im Zusammenhang mit der Gewerbe-
ausiibung. Unternehmen, die sich z. B.in
Ausschreibungsverfahren um o6ffentli-

che Auftrige bewerben, miissen mit der
Registerauskunft ihre Eignung nachweisen.
Auch hier kann das Online-Verfahren mit
dem Online-Ausweis den Aufwand erheb-
lich senken.

BundID

Nutzerkonto

Der Bund stellt die BundID als zentrales
Nutzerkonto fiir die digitale Verwaltung
bereit. Mit einem BundID-Konto kénnen
Biirgerinnen und Biirger sich fiir digita-
le Verwaltungsleistungen identifizieren.
Behorden auf Bundes-, Landes- und
Kommunalebene kénnen ihre digitalen
Verwaltungsleistungen kostenfrei an die
BundID anbinden. Das BundID-Konto ver-
fligt Giber ein elektronisches Postfach, das
den Empfang von Bescheiden und Nach-
richten erleichtert.

Unternehmen erhalten ebenfalls ein digi-
tales Organisationskonto fiir Verwaltungs-
dienstleistungen. Mit diesem Konto sind
digitale Verwaltungsleistungen auch fiir
Unternehmen einfach, sicher, transparent
und von iiberall und zu jedem Zeitpunkt
nutzbar.
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Fiir alle Biirgerinnen und Biirger

Biirger- und Unternehmenskonten

Viele Kommunen, Linder und Bundes-
behorden bieten ihre Verwaltungs-
leistungen digital auf Portalen an. Diese
Angebote werden auf der Grundlage des
»Gesetzes zur Verbesserung des Online-
zugangs zu Verwaltungsleistungen“ (On-
linezugangs-gesetz - OZG) deutschlandweit
ausgebaut. Die Verwaltungsleistungen der
Kommunen werden iiber die Verwaltungs-
portale der Lander eingebunden.

Biirgerinnen, Biirger und Organisationen
konnen kiinftig die von ihnen gewiinschte
Verwaltungsleistung einfach online finden -
unabhingig von Kenntnissen der foderalen
Verwaltungsstruktur Deutschlands und des
Verwaltungsportals, auf dem sie ,einsteigen®.
Sie erhalten die benotigten Informationen
schnell und haben die Moglichkeit, die Leis-
tung direkt und sicher zu nutzen.

Da hierfiir in der Regel eine Authenti-
fizierung notwendig ist, werden vom Bund
(BundID) und von den Liandern Nutzer-
konten auf den Portalen angeboten, die den
Nutzerkonten im Online-Handel dhneln.

Als Identifizierungsmittel bei Verwaltungs-
leistungen, die ein besonders hohes Maf$ an
Sicherheit und Vertrauenswiirdigkeit mit
dem Vertrauensniveau ,,hoch” erfordern,
ist der Online-Ausweis vorgesehen.

Ein Beispiel ist das internetbasierte Kfz-
Zulassungswesen auf den Portalen der
Zulassungsbehorden der Linder und
Kommunen (i-Kfz). Die Identifizierung der
Halterin oder des Halters erfolgt hier stets
mit dem Online-Ausweis.

Wohnsitzwechsel/Umzug

Digitales Anmelden

Im Rahmen des bundesweiten Roll-outs
wird die elektronische Wohnsitzanmeldung
schrittweise in ganz Deutschland verfiig-
bar gemacht. Erkundigen Sie sich bei Ihrer
neuen Kommune, ob Sie sich schon digital

anmelden konnen.

Auf der Riickseite ist das 1
Logo des Online-Ausweises {"h)
aufgedruckt. Mit diesem Logo

sind Internetanwendungen, Automaten
und Gerite gekennzeichnet, die das On-
line-Ausweisen mit dem Personalausweis
unterstiitzen.

3.3 Voraussetzungen fiir das
Online-Ausweisen

Fiir die Nutzung des Online-Ausweises werden

bendtigt:
« der Personalausweis

« die selbst gewihlte, sechsstellige Geheim-
nummer (PIN)

+ ein geeignetes NFC-fahiges Smartphone

(Android oder iOS) oder ein Kartenlesegerit

- die AusweisApp oder eine andere geeignete
Software

Im Folgenden werden diese vier Voraussetzungen

ausfuhrlich erlautert.




3.4.1 Personalausweis mit

einsatzbereitem Online-Ausweis

Fiir das digitale Ausweisen mit dem Personal-
ausweis muss der Online-Ausweis einsatzbereit
sein. Seit dem 15. Juli 2017 ist der Online-Ausweis
bei jedem neu ausgelieferten Personalausweis
standardmaflig aktiviert, sofern bei Antrag-
stellung das 16. Lebensjahr vollendet ist. Einsatz-
bereit wird der Online-Ausweis, indem eine selbst
gewihlte, sechsstellige PIN gesetzt wird.

Biirgerinnen und Biirger, die sich vor Juli 2017 fiir
eine Deaktivierung entschieden haben, kénnen
ihren Online-Ausweis jederzeit gebiihrenfrei in
der Personalausweisbehorde aktivieren lassen.

3.4.2 Selbst gewahlte, sechsstellige PIN
Bevor der Online-Ausweis verwendet werden
kann, muss von der Biirgerin bzw. dem Biirger
eine selbst gewihlte, sechsstellige PIN gesetzt
werden. Erst mit ihrer selbst gewihlten, sechs-
stelligen PIN konnen die Biirgerinnen und Biir-
ger bei Bedarf ihre Daten zur verschliisselten
Ubermittlung freigeben.

Das Setzen der sechsstelligen PIN kann erfolgen:
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Der Online-Ausweis wird erst
durch Ihre selbst gewdhlte PIN
einsatzbereit - einfach, sicher
und jederzeit aktivierbar.

- im Biirgeramt (Abschnitte 4.3.1-4.3.4)
+ an einem Selbstbedienungsterminal

« direkt an dem geeigneten NFC-fahigen Smart-
phone (Android, iOS) mit der AusweisApp

- an einem Computer mit AusweisApp und mit
einem geeigneten NFC-fihigen Smartphone
(Android, i0S) oder Kartenlesegerit

Die PIN kann jederzeit und unbegrenzt oft neu
gesetzt werden.

Fiir die Nutzung der Online-Ausweisfunktion werden benétigt:

——
—

ooo

ooog @D
ooo

ein Personal- die selbst
ausweis mit On- gewihlte,
line-Ausweis- sechsstellige
funktion PIN

ein geeignetes
NFC-fahi-

ges Smart-
phone oder ein
Kartenlesegeréat

eine Software,
z.B.die
kostenlose
AusweisApp




3.4.3 Software, z. B. die kostenlose
AusweisApp des Bundes

Der Bund stellt mit der kostenlosen AusweisApp
eine einfach anzuwendende Software fiir den
Online-Ausweis zur Verfiigung. Sie wird regel-
méfig vom Bundesamt fiir Sicherheit in der
Informationstechnik auf ihre Sicherheit gepriift
und zertifiziert.

Die AusweisApp lauft mit allen gidngigen Web-
browsern und kann fiir die am hiufigsten ge-
nutzten Betriebssysteme auf der Internetseite
www.ausweisapp.bund.de/download herunter-
geladen werden. Die AusweisApp flir NFC-fahige
Smartphones wird im Google Play Store, in der
HUAWEI AppGallery und im App Store von
Apple angeboten.

Neben der AusweisApp gibt es weitere Software-
produkte zur Benutzung des Online-Ausweises.
Néhere Informationen hierzu finden Sie auf
dem Personalausweisportal unter
www.personalausweisportal.de/software.

3.4.4 Smartphone oder Kartenlesegerat
Kartenlesegerite fiir kontaktlos lesbare Chips gibt
es im Handel. Haufig sind sie durch das auf der
Rickseite des Personalausweises sichtbare Logo
des Online-Ausweises erkennbar.

Inzwischen sind immer mehr Smartphones in
der Lage, die Funktionen des Online-Ausweises
zu unterstiitzen. Geeignet sind Smartphones
unter vier Voraussetzungen:

+ Das Smartphone unterstiitzt die Technologie
,Near Field Communication“ (NFC).

+ Der im Smartphone eingebaute NFC-Chip
und die Software des Smartphone-Herstellers
unterstiitzen den benétigten NFC-Kommuni-
kationsstandard ,Extended Length®

Mit der AusweisApp und der selbst gewahlten PIN kdnnen Biirge-
rinnen und Birger ihren Online-Ausweis bequem per Smartphone
nutzen. Bildquelle: GettyImages / Creative Images Lab
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 Der eingebaute NFC-Chip weist eine aus-
reichende Feldstirke fiir die Kommunikation
mit dem Chip des Personalausweises auf.

- Das Smartphone muss mit den Betriebs-
systemen Android oder iOS mit moglichst
aktueller Version ausgestattet sein.

Die kostenlose Software AusweisApp des Bundes
priift automatisch, ob ein NFC-fihiges Smart-
phone fir die Nutzung des Online-Ausweises
geeignet ist. Eine Liste der verfiigbaren und
getesteten Mobilgerite finden Sie hier:
www.ausweisapp.bund.de/mobile-geraete.

Fiir das Online-Ausweisen mit einem Smart-
phone gibt es u. a. folgende Moglichkeiten:

» direkt auf dem Smartphone oder

- auf dem Computer mit einem Smartphone,
das als Kartenlesegerit verwendet wird

Immer mehr Internetnutzerinnen und Internet-
nutzer mit NFC-fihigen Smartphones konnen
den Online-Ausweis unmittelbar am Mobilgerét
nutzen, ohne dafiir einen Computer starten und
ohne ein Kartenlesegerit besitzen zu miissen.

Das NFC-fahige Smartphone kann auch iiber die
WLAN-Schnittstelle am Computer gekoppelt
und als reines Kartenlesegerit eingesetzt werden.
Das erspart die Beschaffung und Installation
eines separaten Kartenlesegerits. Sowohl auf
dem Computer als auch auf dem Smartphone
miissen dafiir die jeweiligen Versionen der Aus-
weisApp installiert sein. Die AusweisApp steht
im Google Play Store, in der HUAWEI AppGallery
sowie im App Store von Apple zum Download
zur Verfiigung.

Ooad
Ooad
Oo0oa
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den u. a. auf www.ausweisapp.bund.de/

Ausfiihrliche Informationen
uber geeignete Smartphones
und Kartenlesegerite wer-

kompatible-kartenleser angeboten.

Da die Smartphone-Hersteller auch fir die Soft-
ware des eingebauten NFC-Chips kontinuierlich
Updates bereitstellen, kommt es vor, dass Smart-
phones, die zunéchst nicht geeignet waren, nach
einem Update fiir den Online-Ausweis genutzt
werden konnen. Es lohnt sich also fiir die Biir-
gerinnen und Biirger, regelméfig mal die Soft-
ware fiir den Online-Ausweis im Hinblick darauf
zu priifen, ob ihr Smartphone nach einem Update
die Voraussetzungen fiir das Online-Ausweisen
erfillt.

Viele Smartphones ersetzen heute das Kartenlesegerat:
einfach, sicher und flexibel einsetzbar.
Bildquelle: GettyImages / Jacob Wackerhausen
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3.5 Die optionale Unterschriftsfunktion

Elektronische Signaturen dienen dazu, Doku-
mente elektronisch rechtsverbindlich zu unter-
zeichnen. Zusitzlich lassen sie erkennen, ob
Dokumente nach dem Signieren verdndert
worden sind. Die Unterzeichnerin bzw. der
Unterzeichner nutzt die elektronische Signatur
zur digitalen Abgabe einer rechtsverbindlichen
Willenserklarung.

Der Personalausweis ist fiir die Nutzung einer
solchen digitalen Unterschrift vorbereitet. Mit
der Variante der qualifizierten elektronischen Si-
gnatur (QES) kommt eine sehr sichere Form zum
Einsatz. Diese ist der personlichen, eigenhdndigen
Unterschrift rechtlich gleichgestellt.

Der Personalausweis ist technisch so ausgestattet,
dass es moglich ist, ein sogenanntes Signatur-
zertifikat auf den Chip des Ausweises nachzu-
laden. Dies geschieht nicht durch das Biirgeramt,

Der Unterschied zwi- ]_
schen Unterschrifts- und dl")

Ausweisfunktion
Unterschriftsfunktion (QES)

Die digitale Unterschrift dient dazu, ein
Dokument rechtsverbindlich zu unter-

zeichnen - im Sinne von ,Das habe ich ge-
schrieben” bzw. ,,Das will ich®

Online-Ausweisfunktion (eID)

Der Identitdtsnachweis mit dem Online-
Ausweis ermoglicht, sich im Internet sicher
und eindeutig auszuweisen - im Sinne von
,Das bin ich®

sondern durch spezialisierte Dienstleister
(Zertifizierungsdiensteanbieter). Welche Unter-
nehmen diesen Nachladeservice anbieten, ist
von der Ausweisinhaberin bzw. dem Ausweis-
inhaber selbst in Erfahrung zu bringen, und,
dann eine Auswahl zwischen den Angeboten zu
treffen. Es gibt aber Ausweisinhaberinnen und
Ausweisinhaber, die schon ein vorinstalliertes
Signaturzertifikat erworben und auf den Aus-
weis geladen haben. Mitarbeiterinnen und
Mitarbeiter der Biirgeramter sollten daher zu-
mindest wissen, dass es diese Funktion gibt und
dass sie verwendet wurde. Um sie zum Einsatz
zu bringen, bendtigt die Ausweisinhaberin oder
der Ausweisinhaber eine weitere PIN, die bei
Ausstellung des Signaturzertifikats vom Anbieter
erworben wurde.

Die digitale Unterschrift mit dem
Online-Ausweis ist so

sicher wie eine eigenhdndige
Unterschrift — nur bequemer.

Mit der Unterschriftsfunktion kénnen Birger-
innen und Biirger sowie Unternehmen z. B.
elektronisch Vertrige (etwa Vollmachten, be-
stimmte Mietvertriage) und Urkunden unter-
zeichnen, die der Schriftform bediirfen, um
rechtswirksam zu sein. Gleiches gilt auch fiir
Erklarungen und Antrége gegeniiber Behoérden,
die schriftlich erfolgen miissen. Mafigeblich ist,
dass die digital unterzeichneten Dokumente in
elektronischer Form, also z. B. als Textdoku-
ment oder als E-Mail, vorliegen.

Fernsignaturverfahren fiir die
Unterschriftsfunktion

Mit dem Fernsignaturverfahren ist es nicht die
Ausweisinhaberin oder der Ausweisinhaber
selbst, sondern ein Fernsignaturanbieter, der
im Auftrag der Ausweisinhaberin oder des



Ausweisinhabers ein hochgeladenes elektro-
nisches Dokument mit einer qualifizierten
elektronischen Signatur versieht. Damit sicher-
gestellt ist, dass die Signatur auch wirklich im
Auftrag der Ausweisinhaberin oder des Aus-
weisinhabers erfolgt, muss diese/dieser sich
mithilfe des Online-Ausweises gegeniiber dem
Fernsignaturanbieter identifizieren.

Dieser kennzeichnet daraufhin das Dokument im
Auftrag der Ausweisinhaberin oder des Ausweis-
inhabers mit einer qualifizierten elektronischen
Signatur. Fir die Ausweisinhaberin oder den Aus-
weisinhaber hat dieses Verfahren den Vorteil, dass
sie oder er kein Signaturzertifikat herunterladen
und sich nur eine einzige Geheimnummer - die
PIN fiir den Online-Ausweis - merken muss.

3.6 Das Vor-Ort-Auslesen

Uberall dort, wo Personendaten wie Name und
Adresse in ein elektronisches Formular tiber-
nommen werden sollen, bietet sich ein Vor-Ort-
Auslesen an.

Die Ausweisinhaberin bzw. der Ausweisinhaber
weist sich zunédchst durch Vorzeigen des Personal-
ausweises vor Ort in der Behorde oder in dem
Unternehmen aus. Die Eingabe der PIN ist daher
nicht erforderlich. Dann wird der Personalausweis
auf das Kartenlesegerit gelegt.

Uber den Chip des Personalausweises wird ge-
priift, ob die Behorde oder das Unternehmen
lber eine staatliche Berechtigung fiir das Vor-
Ort-Auslesen von der Vergabestelle fiir Be-
rechtigungszertifikate verfiigt. Die benotigten
Daten werden nach Eingabe der Zugangsnummer
(CAN) Ende-zu-Ende-verschlisselt und fehlerfrei
in das Formular ibertragen.

pAY

Das Vor-Ort-Auslesen: Ubernahme von
Personendaten in ein elektronisches
Formular

1. Sie zeigen am Schalter vor Ort Ihren
Personalausweis und weisen sich damit
gegeniiber der Behorde oder dem Unter-
nehmen aus.

2. Sie legen Thren Personalausweis auf das
Lesegerit.

3. Uber den Chip in Ihrem Personalausweis
wird gepriift, ob der Anbieter dazu be-
rechtigt ist, Ihre personlichen Daten vor
Ort abzufragen.

4. Die Zugangsnummer (CAN), die auf der
Vorderseite des Personalausweises rechts
neben dem Giiltigkeitsdatum steht, wird
eingegeben.

5. Thre Daten werden wie auf Knopf-
druck sicher mit Ende-zu-Ende-Ver-
schliisselung und fehlerfrei in das For-
mular iibertragen.

Vor-Ort-Auslesen spart
Zeit: Ihre Daten landen
automatisch und sicher
im Formular - ganz
ohne Tippfehler.

EB)

Beim Vor-Ort-Auslesen ldlrv)
miissen Sie keine PIN ein-

geben - die Zugangsnummer reicht, um
Ihre Daten geschiitzt zu iibertragen.




Das Vor-Ort-Auslesen geht schnell und ver-
hindert Schreibfehler.

Ein unbemerktes Auslesen der Daten im Chip
ohne Wissen der Ausweisinhaberin bzw. des
Ausweisinhabers, etwa im 6ffentlichen Raum,
ist nicht moglich. Der Chip gibt die Daten beim
Vor-Ort-Auslesen nur frei, wenn er die auf dem
Personalausweis aufgedruckte Zugangsnummer
(CAN) Gbermittelt bekommit.

3.7 Biometrische Daten

Im Chip des Personalausweises werden auch bio-
metrische Daten gespeichert. Unter biometri-
schen Daten werden jene Merkmale einer Person
verstanden, die so eindeutig sind, dass diese Per-
son anhand dieser Merkmale identifiziert werden
kann. Die bekanntesten biometrischen Daten
sind das Gesicht und die Fingerabdriicke.

Im Chip des Personalausweises wird immer das
Lichtbild der Ausweisinhaberin bzw. des Aus-
weisinhabers gespeichert. Zusitzlich sollen bei
Ausweisen, die ab dem 2. August 2021 ausgestellt
werden, zwei Fingerabdriicke gespeichert wer-
den. Diese Pflicht betrifft alle Personalausweise,
welche die EU-Mitgliedstaaten ihren Staats-
angehorigen ausstellen. Zu den Ausnahmen vgl.
§ 5 Absatz 9 Satz 3 PAuswG.

Mit der Speicherung eines Lichtbilds und zweier
Fingerabdriicke im Chip wird die Verbindung
zwischen Person und Dokument deutlich erhéht.
Dadurch kénnen autorisierte Behérden schnell
erkennen, wenn der Ausweis durch dhnlich aus-
sehende Personen missbraucht wird.

Die biometrischen Daten werden nur bei hoheit-
lichen Personenkontrollen an Grenzen und im
Inland verwendet, niemals jedoch mit dem On-
line-Ausweis. Nur ausgewéhlte Stellen sind nach
dem Gesetz berechtigt, auf die biometrischen

Daten zur Identifizierung von Personen zuzu-
greifen. Diese Stellen sind vor allem: Polizei-
vollzugsbehorden, die Zollverwaltung, die
Steuerfahndungsstellen der Lander sowie die
Personalausweis-, Pass- und Meldebehorden.

Der Personalausweis hat das Sicherheitsniveau
internationaler Reisedokumente, denn die
Aufnahme biometrischer Merkmale entspricht
den Sicherheitsempfehlungen der Internatio-
nalen Zivilluftfahrtorganisation der Ver-
einten Nationen (ICAO). Der Personalausweis
wird daher von vielen Staaten, insbesondere
den Schengen-Staaten, als Reisedokument an-
erkannt. Statt mit einem Reisepass konnen die
Biirgerinnen und Biirger in diese Linder auch
mit ihrem Personalausweis einreisen. Auf der
Internetseite des Auswéirtigen Amtes ,Reise-
und Sicherheitshinweise” kann abgefragt wer-
den (ohne Gewihr), ob ein geplantes Reise-
land den Personalausweis fiir die Einreise oder
Durchreise/den Transit akzeptiert.

Eine verbindliche Auskunft erteilt nur die
Botschaft des Reiselandes. Die Personalaus-
weisbehorden geben keine verbindlichen In-
formationen iiber Einreisebestimmungen in
auslidndische Staaten.

3.8 Datenschutz und Datensicherheit

Alle Informationen im Chip des Personalaus-
weises sind durch international anerkannte und
etablierte Verschlisselungsverfahren sicher ge-
schiitzt. Gleiches gilt fiir die Ubermittlung der
Daten an einen Dienstanbieter, der eine Identi-
fizierung tiber den Online-Ausweis anbietet.

Ein auf staatlich vergebenen Berechtigungen
basierendes Zugriffssystem regelt, wer auf wel-
che personenbezogenen Daten des Online-Aus-
weises zugreifen darf. Die personenbezogenen
Daten der Biirgerinnen und Biirger konnen nicht



bei der Ubertragung abgefangen oder von Unbe-
rechtigten ausgelesen und missbraucht werden.

Der Chip kann nur aus der Néhe, d. h. mit ma-
ximal zehn Zentimetern Abstand, ausgelesen
werden. Durch technische Sicherungen ist es un-
moglich, die Daten im Chip ohne Wissen der Aus-
weisinhaberin bzw. des Ausweisinhabers auszu-
lesen. Auslesende staatliche Stellen benétigen ein
staatlich ausgegebenes Berechtigungszertifikat,
das vor dem Auslesen der Fingerabdriicke dem
Chip tibermittelt werden muss. Der Chip gibt die
Daten nur frei, wenn ihm zuséatzlich die auf dem
Personalausweis aufgedruckte Zugangsnummer
(CAN/Card Access Number) ibermittelt wird.

Biometrische Daten im Ausweis
sorgen fiir hochste Sicherheit -
sie werden nur bei hoheitlichen
Kontrollen genutzt.

Staatliche Zulassung von Diensteanbietern

Mit Ausnahme hoheitlicher Kontrollbehérden
kénnen Behorden und Unternehmen nur mit
einer Zulassung der Vergabestelle fiir Berechti-
gungszertifikate (VfB) die in dem Online-Aus-
weis des Personalausweises gespeicherten Daten
erhalten. Ohne das entsprechende Zertifikat ist es
Anbietern von Diensten, die fiir das Online-Aus-
weisen und das Vor-Ort-Auslesen geeignet sind,
technisch nicht méglich, Daten aus dem Online-
Ausweis des Personalausweises zu erhalten. Die
VB prift bei jedem elektronischen Dienst, auf
welche Datenkategorien des Personalausweises
der Diensteanbieter Zugriff erhalten darf.

Eine aktuelle Liste aller Unternehmen und Be-
horden mit Berechtigungszertifikat finden Sie
auf Personalausweisportal - Startseite - Erteilte
Berechtigungszertifikate.

Zugriff auf Ihre Ausweisdaten erhalten nur geprifte und zertifi-
zierte Anbieter. Bildquelle: GettyImages / courtneyk

Die Liste enthilt den Namen des Zertifikatsinha-
bers, die Kontaktdaten, die zustindige Datens-
chutzaufsichtsbehorde, die seitens VB fiir den
Abruf freigegebenen Datenkategorien - z. B. Vor-,
Familienname, Geburtsdatum, Anschrift etc. - so-
wie das Datum, an dem die Berechtigung endet.

3.8.1 Wer kann auf die Daten des Online-
Ausweises zugreifen?

Der Online-Ausweis umfasst die Personendaten,
in keinem Fall das Lichtbild oder Fingerabdriicke.
Vor Ubermittlung der Daten hat die Ausweis-
inhaberin bzw. der Ausweisinhaber immer

die Gelegenheit, sich die zu iibermittelnden

Sicher gepriift: Die Vergabe- ]'
stelle stellt sicher, dass nur
zertifizierte Behorden und
Unternehmen Daten aus [hrem

Online-Ausweis erhalten diirfen.
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Datenkategorien anzeigen zu lassen. Erst durch
Eingabe der PIN lassen die Biirgerinnen und
Biirger die Dateniibermittlung zu. Die personen-
bezogenen Informationen werden ausschliefilich
an den Anbieter des Dienstes {ibertragen.

Die folgenden Daten kdnnen mit Zustimmung
der Biirgerinnen und Biirger tibermittelt werden:

+ Familienname

« falls vorhanden: Geburtsname
» Vorname(n)

+ Tagund Ort der Geburt

+ Anschrift

+ Dokumentenart

- dienste- und kartenspezifisches Kennzeichen
(Pseudonym)

 Abkiirzung ,,D” fir Bundesrepublik
Deutschland

+ Angabe, ob ein bestimmtes Alter iber- oder
unterschritten wird (Altersbestitigung)

« Angabe, ob ein Wohnort dem abgefragten
Wohnort entspricht (Wohnortbestitigung)

- falls vorhanden: Doktorgrad

Zusatzlich werden durch den Personalausweis
folgende Merkmale immer ibermittelt:

- falls vorhanden: Ordens- bzw. Kiinstlername
- Angabe, ob der Personalausweis giiltig ist

- Sperrmerkmal

Diese Angaben benétigt der Diensteanbieter, um
zu priifen, ob der Personalausweis noch giiltig
und nicht als gesperrt gemeldet ist.

Nur Diensteanbietern, die tiber ein Berechti-
gungszertifikat verfiigen, wird der Zugriff auf die
Daten des Online-Ausweises gewahrt. Vor der
Vergabe der Berechtigung werden die Identitét
des Anbieters und die Plausibilitit seines An-
trags von der VfB gepriift. Zudem wird festgelegt,
welche Daten ausgelesen werden diirfen. Das
Berechtigungszertifikat ldsst nur den Zugriff auf
Daten zu, die fiir den einzelnen Online-Dienst
zugelassen wurden. Eine erteilte Berechtigung ist
drei Jahre giiltig und kann nach Ablauf neu be-
antragt werden. Bei jeder Nutzung des Online-
Ausweises wird das Berechtigungszertifikat des
Anbieters auf Gultigkeit geprift.

Wihrend die erteilte Berechtigung maximal drei
Jahre giiltig ist, lauft das korrespondierende Zerti-
fikat im Regelfall schon nach wenigen Tagen ab
und wird regelméfig erneuert.

Biirgerin weist sich am Serviceschalter mit dem Personalausweis
aus. Bildquelle: Andreas Gebert dpa/lby



Dies dient dem Zweck, Anbietern, denen die Be-
rechtigung im Rahmen einer laufenden Giiltigkeit
entzogen wird (z. B. aufgrund eines Verstofies
gegen Datenschutzregelungen), kurzfristig den
Zugriff auf Personalausweisdaten unmaoglich zu
machen. Aulerdem werden gesperrte Ausweise
vom Diensteanbieter erkannt und abgelehnt. Die-
ser Vorgang wird von der VB gesteuert und lduft
ohne Beteiligung einer Personalausweisbehorde.

3.8.2 Wer kann auf die biometrischen

Daten zugreifen?

Die zur Identitdtskontrolle berechtigten hoheit-
lichen Stellen diirfen auf die Daten des Personal-
ausweises zugreifen (vgl. §§ 14 bis 17, 20 Absatz
3a PAuswG). Fiir das Lesen der Fingerabdriicke
benotigen diese Behérden zudem ein hoheit-
liches Berechtigungszertifikat. Allerdings kdnnen
diese Stellen die Daten des Chips nur nutzen,
wenn personlich anwesend ist und den Aus-

weis vorlegt, da das Kontrollpersonal die auf-
gedruckte Zugangsnummer (CAN) oder die Daten
der maschinenlesbaren Zone benétigt. Ein un-
bemerktes Auslesen, z. B. aus der Hosentasche, ist
nicht moglich.

Der Online-Ausweis enthélt keine biometrischen
Daten (Lichtbild, Fingerabdriicke). Die Ausweis-
inhaberin bzw. der Personalausweisinhaber ent-
scheidet selbst, welche Daten Gibertragen werden

sollen.

Die berechtigten hoheit-
lichen Stellen diirfen die bio-
metrischen Daten nur zum
Zweck der Uberpriifung der Echtheit des
Dokuments und der Identitét einsehen. Ein
unbemerktes Auslesen ist nicht moglich.

Der Online-Ausweis enthdlt keine
biometrischen Daten. Die Ausweis-
inhaberin bzw. der Personalausweis-
inhaber entscheidet selbst, welche
Daten tibertragen werden sollen.

Nach dem Gesetz diirfen vor allem folgende
offentliche Stellen die im Chip gespeicherten
biometrischen Daten einsehen:

+ Polizeibehorden und -dienststellen des Bundes
und der Lander

« Behorden der Zollverwaltung

- Steuerfahndungsstellen der Linder
+ Pass- und Personalausweisbehérden
+ Meldebehorden

Die berechtigten hoheitlichen Stellen diirfen die
Daten nur zum Zweck der Uberpriifung der Echt-
heit des Dokuments und der Identitit der Aus-
weisinhaberin bzw. des Ausweisinhabers einsehen.
In diesem Zusammenhang sind sie berechtigt,
zum Zeitpunkt der Personenkontrolle die biomet-
rischen Daten zu erheben, die Daten aus dem Chip
auszulesen und beide Daten abzugleichen.

Das bedeutet, dass z. B.im Rahmen einer Grenz-
kontrolle das biometrische Gesichtsbild im Doku-
ment mit einem aktuell aufgenommenen Licht-
bild verglichen werden darf. Der Abgleich erfolgt
nur zwischen der Ausweisinhaberin bzw. dem
Ausweisinhaber und ihrem bzw. seinem Doku-
ment. Eine bundesweite Datenbank mit den Daten
aller Biirgerinnen und Biirger existiert nicht.
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4.1 Das Antragsverfahren

Nachfolgend stellen wir Ihnen das Antragsver-
fahren im Uberblick vor. Je nach technischer
Ausstattung Ihrer Behoérde konnen sich gewisse
Abweichungen ergeben.

4.1.1 Uberpriifen der Zustindigkeit
Biirgerinnen und Birger beantragen ihren
Personalausweis, indem sie personlich bei der
Personalausweisbehorde erscheinen.

Bevor Sie das eigentliche Verfahren zur Beantra-
gung eines Personalausweises beginnen, priifen
Sie daher bitte, ob Ihre Behorde fir die antrag-
stellende Person zustindig ist (vgl. § 8 PAuswG).

Ortlich zustindig ist diejenige Personalausweis-
behorde, in deren Bezirk die antragstellende Per-
son flr ihre Wohnung, bei mehreren Wohnungen

fiir ihre Hauptwohnung, meldepflichtig ist. Hat
die antragstellende Person keine Wohnung, so
ist die Personalausweisbehorde zustindig, in
deren Bezirk die Person sich voriibergehend auf-
hélt. Fir im Ausland lebende deutsche Staats-
angehorige sind die vom Auswartigen Amt
bestimmten deutschen Auslandsvertretungen
zustindig.

Ist Thre Behorde fiir den Antrag zustindig, hat
sie bei Zuzug der antragstellenden Person aus
dem Ausland bei der zustindigen Auslands-
vertretung des vorherigen Hauptwohnsitzes
nachzufragen, ob Griinde fiir die Versagung des
Personalausweises bekannt sind, wenn sich die
antragstellende Person noch nicht sechs Monate
im Zustandigkeitsbereich (Amtsbezirk) aufhilt.

Wenn Thre Behorde nach oben gegebener Defini-
tion nicht zustindig ist, miissen Sie dennoch titig



werden, wenn die Biirgerin bzw. der Biirger einen
wichtigen Grund fir eine Dokumentbeantragung
darlegt. Bitte beachten Sie das Vorgehen in diesen
Situationen (Abschnitt 4.6.1). Sie miissen in diesen
Fallen u. a. zusétzlich die Ermichtigung der zu-
stindigen Behorde einholen.

Mit der Entgegennahme eines Personalausweis-
antrags wird [hre Behorde automatisch zur aus-
stellenden Behorde im Sinne des Gesetzes. Diese
Eigenschaft bleibt auch unbeschadet eines even-
tuellen Wohnortwechsels der Ausweisinhaberin
bzw. des Ausweisinhabers fiir die Dauer des
Gultigkeitszeitraums bestehen. Die Fithrung im
Personalausweisregister erfolgt also auch in den
Fillen, in denen Sie nicht (mehr) zustindig sind.
Nach Wohnortwechsel kann daher die ausstellen-
de von der zustindigen Behorde abweichen.

4.1.2 Uberpriifen der Identitit

Zum Beginn des Antragsverfahrens muss sich die
antragstellende Person Ihnen gegentiber zwei-
felsfrei identifizieren (z. B. durch Vorlage eines

giiltigen Ausweisdokuments. Weitere Hinweise
zur Identititsfeststellung entnehmen Sie bitte
Nummer 6.3.1 der Passverwaltungsvorschrift.)

Um zu vermeiden, dass die Person mehr als einen
Personalausweis besitzt, priifen Sie bitte, ob fiir
sie bereits ein giiltiger Ausweis ausgestellt wurde.

Aus Sicherheitsgriinden miissen Biirgerinnen
und Biirger den Antrag auf Ausstellung eines
Personalausweises personlich stellen. Dabei ist zu
beachten, dass Personen ab 16 Jahren berech-

tigt sind, Verfahrenshandlungen eigenstindig
vorzunehmen. Bei antragstellenden Personen
unter 16 Jahren ist die (zusitzliche) Anwesenheit
mindestens einer sorgeberechtigten Person, die
tber den Aufenthalt der minderjihrigen Person
bestimmen darf, notwendig. Eine nicht anwesen-
de sorgeberechtigte Person muss in der Regel ihr
Einverstindnis - z. B. mittels Vollmacht - erteilen.

Bildquelle: Bundesministerium des Innern



Die Anwesenheit der minderjiahrigen Person ist
stets notwendig. Weitere Hinweise zur Antrag-
stellung von Kindern - beispielsweise bei getrennt
lebenden Elternteilen - entnehmen Sie bitte den
Nummern 6.1.1 bis 6.1.3 der Passverwaltungsvor-
schrift.

Neben der antragstellenden Person kann auch
ihre rechtliche Betreuerin, ihr rechtlicher Be-
treuer oder die vorsorgebevollmichtigte Person
den Antrag stellen, wenn die Antragstellung vom
Aufgabengebiet (der Betreuung, der Vorsorgevoll-
macht) umfasst ist (auch hier muss die minder-
jahrige Person anwesend sein).

Der Nachweis ist iber eine 6ffentlich beglaubigte
oder beurkundete Vollmacht zu fithren (vgl.
Nummer 6.1.2 der Passverwaltungsvorschrift). In
diesem Fall miissen Sie die Identitit der handeln-
den Person priifen.

Daneben kommt auch eine Befreiung von der
Ausweispflicht in Betracht, wenn die in § 1 Absatz
3 PAuswG genannten Umstdnde vorliegen.

Die Biirgerinnen und Biirger kénnen einen
Personalausweis bei berechtigtem Interesse be-
reits vor Ablauf der Giiltigkeit beantragen.

Antragstellende miissen sich ein-
deutig identifizieren. Bei Minder-
jahrigen ist die Anwesenheit notig.

4.1.3 Klaren der deutschen
Staatsangehorigkeit

Das Personalausweisgesetz sieht vor, dass nur
deutschen Staatsangehorigen ein Personalausweis
ausgestellt wird. Daher miissen Sie die Staats-
angehorigkeit der antragstellenden Person fest-
stellen und entsprechende Erklarungen entgegen-
nehmen. Diese Erklarungen beziehen sich auf:

+ den Besitz der deutschen Staatsangehorigkeit

- den Besitz oder die Beantragung einer weite-
ren Staatsangehorigkeit

+ Tatsachen, die den Verlust der deutschen
Staatsangehorigkeit bewirken kénnten

Ob eine weitere Staatsangehorigkeit besteht, kann
z. B. Giber die Elektronische Bibliothek des Ver-
lags fiir Standesamtswesen E1Bib gepriift werden.
Eine andere Staatsangehorigkeit kann auch dann
vorliegen, wenn kein auslidndisches Dokument
ausgestellt wurde.



Die Erfassung der vorgenannten Erklarungen zur
Staatsangehorigkeit kann mithilfe eines Form-
blatts erfolgen. Hier sehen Sie ein Beispiel fiir
dieses Formblatt:

1 eines Rei | Per i fiir

Beiblatt zum Antrag auf A

Name Vorname(n) Geburtsdatum Geburtsort Seriennummer des Reisepas-
ses / Persor i

Hinweise

Folgende Tatbestéande kénnen zu einem automatischen Verlust der deutschen Staatsangehérigkeit fiihren

(vgl. § 25 Absatz 1 Satz 1, § 27 bzw. § 28 des Staatsangehorigkeitsgesetzes - StAG):

- Erwerb einer auslandischen Staatsangehdrigkeit auf Antrag

- Erwerb einer auslandischen Staatsangehdrigkeit durch Adoption als Minderjahriger durch einen Auslénder sowie

- Eintritt in die Streitkréfte oder einen vergleichbaren bewaffneten Verband eines ausléndischen Staates, dessen Staatsangehorig-
keit Sie ebenfalls besitzen, auf Grund freiwilliger Verpfli g ohne eine prechende i ing oder Berechti .

Eine spatere Erfiillung eines dieser Tatbesténde ist der Pass- bzw. Personalausweisbehdrde unverziiglich anzuzeigen.

Sofern die Verlustfolge eingetreten ist, sind Betroffene nicht mehr berechtigt, einen deutschen Reisepass oder Personalausweis zu fiihren.

Erklérung
1. Ich habe eine / mehrere auslandische Staatsangehdrigkeit(en) beantragt: ja nein
Ich bin fiir den Fall ihres Erwerbs auf den dadurch méglichen Verlust der deutschen Staatsangehdrigkeit hinge- . .
wiesen worden: ja nein
Il. | Ich habe eine / mehrere ausléndische Staatsangehdrigkeit(en) erworben: ja nein
Der Erwerb der Staatsangehérigkeit(en) ist erfolgt am

durch Geburt

automatisch (z.B. durch EheschlieBung, Adoption)

auf Antrag (z.B. durch Einbiirgerung, Registrierung, Abgabe einer Erklarung, z.B. auch bei der
EheschlieRung.

Zustandige auslandische Behorde(n) (Bezeichnung, Anschrift):

Wohnsitz oder dauernder (gewohnlicher) Aufenthalt bei Erwerb dieser Staatsangeharigkeit(en)

Die Beibehaltung der deutschen Staatsangehdrigkeit ist mir vor dem auf Antrag erfolgten Erwerb der
auslandischen Staatsangehdrigkeit genehmigt worden. ja nein

Falls ja, durch mit Urkunde vom
Behérde

Ich habe die Staatsangehdrigkeit eines anderen Mitgliedstaates der Européischen Union (einschlieBlich des
Vereinigten Konigreichs GroRbritannien und Nordirland) oder der Schweiz nach dem 27. August 2007, im Falle
Kroatiens nach dem 30. Juni 2013 auf Antrag erworben: ja nein

Ich habe die britische Staatsangehérigkeit nach Austritt des Vereinigten Kénigreichs GroRbritannien und
Nordirland aus der Européischen Union bis zum Ablauf des Ubergangszeitraums am 31. Dezember 2020 auf
Antrag erworben oder nach dem 31. Dezember 2020 erworben, hatte aber den Antrag vor Ablauf des
Ubergangszeitraums gestellt: ja nein

Falls Letzteres zutrifft, bitte belegen.

Il | Ich bin nach dem 31. Dezember 1999 auf Grund freiwilliger Verpflichtung in die Streitkréfte oder einen
vergleichbaren bewaffneten Verband eines auslandischen Staates, dessen Staatsangehdrigkeit ich ebenfalls
besitze, eingetreten: ja nein

Eine Zustimmung der Wehrersatzbehdrden hatte ich hierzu eingeholt bzw. eine Berechtigung auf Grund eines
zwischenstaatlichen Vertrages lag hierzu vor: : .

ja nein
Falls ja, bitte belegen.

Der Eintritt ist in die Streitkrafte oder einen vergleichbaren bewaffneten Verband eines (anderen) Mitgliedstaates
der Europaischen Union (EU), der Européischen Freihandelsassoziation (EFTA), der Nordatlantikvertrags-
Organisation (NATO) oder eines Staates der Landerliste nach § 41 Absatz 1 der Aufenthaltsverordnung und
nach dem 5. Juli 2011 (Bekanntmachung der Allgemeinzustimmung des Bundesministeriums der Verteidigung
nach § 28 StAG zu einem freiwilligen Wehrdienst auerhalb der Bundeswehr vom 21. Juni 2011, BAnz. Nr. 98,
S. 3279) erfolgt: ja nein

Falls ja, bitte belegen.

Datum, Unterschrift

Bitte beachten Sie etwaige bestehende landesgesetzliche Regelungen fiir die Priifung der Staatsangehdrigkeit bei Beantragung eines Perso-
nalausweises (z. B. in Hessen), die die Nutzung eines eigenen Formblatts vorschreiben.
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4.1.4 Erfassen der biografischen Daten

Im Anschluss erfolgt die Erfassung der erforder-
lichen Daten der antragstellenden Person. Dies
geschieht elektronisch tiber Thr Fachverfahren.
In der Regel werden hierbei die im Melderegister
hinterlegten Daten der Person aufgerufen. Auch
die Angaben ,Augenfarbe” und ,,GrofRe“ sind an
dieser Stelle zu priifen.

Ein Ordens- oder Kiinstlername oder ein Dok-
tor-grad kann auf Wunsch der antragstellenden
Person im Personalausweis eingetragen wer-
den, wenn er sich aus einem fritheren Personal-
ausweis, einem fritheren Pass oder dem Melde-,
Personalausweis- bzw. Passregister ergibt.

Andernfalls hat die antragstellende Person durch
Vorlage geeigneter Unterlagen darzulegen, dass

sie unter dem von ihr angegebenen Ordens-/
Kiinstlernamen bekannt ist (vgl. Nummer 4.1.4 der
PassVwV) oder einen eintragungsfihigen Doktor-
grad erworben hat (Nummer 4.1.3 der PassVwV).

4.1.5 Priifung und Erfassung des Lichtbilds
Der Personalausweis enthélt ein aktuelles Licht-
bild. Im Normalfall sollen die internationalen
Standards fir biometrische Gesichtsbilder an-
gewendet werden. Das Lichtbild darf von einem
externen Foto-dienstleister (z. B. Fotografin/Foto-
graf) nur elektronisch zum Download aus der
Cloud bereitgestellt werden. Alternativ kann das
Lichtbild von einem in den Raumlichkeiten der
Behorde betriebenen Lichtbild-Aufnahmesystem
erfasst werden.

Bis zum 30. April 2025 durfte das Lichtbild
auch als papierbasiertes Passbild vorgelegt und
eingescannt werden (vgl. Nummer 6.2.1.1.2

der PassVwV).

Das Lichtbild ist in zweierlei Hinsicht sorgfiltig
zu priifen:

1. Ubereinstimmung mit der antragstellenden
Person

2. Erfallung der biometrischen Anforderungen
flir den Normalfall

Zu 1. Bitte priifen Sie sehr sorgfiltig, ob das Licht-
bild des Aufnahmesystems oder das vom Foto-
dienstleister in der Cloud bereitgestellte Lichtbild
mit der antragstellenden Person tibereinstimmt.
Auch kleinere individuelle Merkmale des Gesichts
(Muttermale, Falten o. A.) sind wichtig.

Mithilfe ausgefeilter technischer Manipulatio-
nen (sog. Morphings) kénnen mittlerweile hoch-
wertige Lichtbild-falschungen erzeugt werden,
die es weiteren Personen ermdglichen kénnen,
sich spéter betriigerisch ebenfalls als Ausweis-
inhaberin bzw. Ausweisinhaber auszugeben.
Seien Sie also wachsam, wenn Sie den Eindruck
haben, dass das Lichtbild vom Gesicht der an-
tragstellenden Person abweicht. Ist dies der Fall,
verlangen Sie bitte ein neues, akkurates Licht-
bild oder ordnen Sie - bei Vorhandensein von
Lichtbild-Aufnahmetechnik in der Behorde - die
Aufnahme des Lichtbilds in der Behérde an. Fer-
ner sollten Sie die zustdndige Polizeidienststelle
informieren, wenn Sie den Verdacht der Vorlage
eines gefilschten Lichtbilds haben.

Zu 2. Priifen Sie die Einhaltung der biometrischen
Anforderungen. Ausnahmen hiervon sind - wie
beim Reisepass — nur zuldssig, wenn bestimmite
medizinische oder religitse Griinde vorliegen
(vgl. Nummer 6.2.1.1 PassVwV).

+ Religiose Kopfbedeckung: Wie auch bei Ange-
horigen der christlichen Glaubensgemeinschaft
ist ein regelmafliger Gang in die sakralen Réu-
me (Kirche, Moschee) nicht zwingend, um einer



konkreten Glaubensgemeinschaft anzugeho-
ren. Muslimische weibliche Personen legen bis-
weilen auch Lichtbilder ohne Kopfbedeckung
vor, weil das Tragen einer Kopfbedeckung fiir
ihr personliches Religionserlebnis nicht unbe-
dingt erforderlich ist. Es kommt daher auf den
Einzelfall an und die substanziierte Schilde-
rung der antragstellenden Person.

Eine blofie - moglicherweise aus anderen
Griinden vorgeschobene, nicht ernsthafte -
Berufung auf muslimische Glaubensinhalte
und Glaubensgebote, ohne weitere Anhalts-
punkte im Einzelfall, gentigt fiir die Be-
griindung einer Ausnahme von der Kopfbe-
deckung nicht und bedarf einer individuellen
substanziierten Darlegung.

« Medizinische Ausnahmen: Der antragstellen-
den Person wird es nach aktuellen medizini-
schen Erkenntnissen objektiv nicht moglich
sein, die biometrischen Lichtbildanforderun-
gen in absehbarer Zeit zu erfiillen. Falls die
medizinischen Griinde fiir die Sachbearbei-
tung offenkundig sind, ist hierfiir keine arztli-
che Bestitigung erforderlich. Dies kénnen bei-
spielsweise dauerhafte Verletzungen aufgrund
von Unfallereignissen oder partielle Gesichts-
lahmungen nach einem Schlaganfall sein. Ab-
héingig vom Grad der kérperlichen Fahigkeiten
der abzulichtenden Person sind Abweichungen
in der Kopfposition, vom Gesichtsausdruck
und von der Sichtbarkeit der Augen auf dem
Foto zuldssig (vgl. Fotomustertafel zu ,,Saug-

L

Bei Kleinkindern sind Abweichun-
gen beim Passfoto erlaubt, Eltern
sollten priifen, ob das Bild noch
zur Identifizierung geeignet ist.

linge und Kleinkinder*), sofern die Ablichtung
des Gesichts im Ruhezustand nicht anders er-
folgen kann. Etwaige erforderliche erginzende
Antragsunterlagen (medizinische Belege) wer-
den unter Bertiicksichtigung der Umstdnde des
konkreten Einzelfalls abschliefiend durch die
priifende Behorde entschieden.

Kleinkinder/Sduglinge

Die Lichtbilder sollen Mindestanforderungen
erfiillen, um eine Identifizierung zu ermég-
lichen. Abweichungen in der Kopfposition, vom
Gesichtsausdruck und von der Sichtbarkeit der
Augen auf dem Foto sind zulassig, wenn die Ab-
lichtung des Gesichts des Sauglings/Kleinstkindes
im Ruhezustand nicht anders erfolgen kann.

Eltern sollten darauf hingewiesen werden, dass
das Gesichtsbild insbesondere von Sauglingen
und Kleinstkindern sich innerhalb kurzer

Zeit stark verdndern kann, sodass eine Identi-
fizierung mit dem Ausweisdokument teil-
weise auch schon deutlich vor Erreichen des
aufgedruckten Giiltigkeitsendes nicht mehr
moglich ist. Die Eltern sollten das Ausweis-
dokument ihres Sduglings daher rechtzeitig
vor Reiseantritt dahingehend priifen, ob eine
Identifizierung mit dem Lichtbild des Ausweis-
dokuments gut moglich ist. Im Zweifelsfall
sollten sie bei der Behorde vorsprechen.

« Kinder unter zehn Jahren: Bei Kindern sind
bestimmte Ausnahmen von den Biometrie-
vorgaben zuldssig. Ndhere Informationen darti-
ber finden Sie in der Fotomustertafel - Qualitits-
merkmale biometrischer Fotos fiir Dokumente.
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Als Hilfsmittel fiir die Uberpriifung der biometri-
schen Anforderungen an Lichtbilder verwenden
Sie die Fotomustertafel, die Passbildschablone
sowie die Qualitiatssicherungssoftware und die
Computerschablone, die Sie auch im Zusammen-
hang mit Reisepéssen nutzen. Der Ablauf erfolgt -
wie beim Reisepass - in drei Schritten:

Zusammenfassung:
Priifung und Erfassung des Lichtbilds

1. Priifung auf Ubereinstimmung mit der
antragstellenden Person

2. Priifung durch die Qualitétssicherungs-
software. Das Ergebnis der Priifung wird
Ihnen als Entscheidungshilfe dargestellt.

3. Priifung der biometrischen An-
forderungen durch visuelle Priifung an-

hand der Fotomustertafel
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Das Bundesministerium des Innern hat hierfiir
eine Handlungsanweisung Fingerabdruck-
erfassung herausgegeben.

Bendétigte Hardware

Die Bundesdruckerei GmbH stellt die fir die
Erfassung, Qualititssicherung und Ubermitt-
lung der Antragsdaten sowie die zur Anderung
und Visualisierung erforderliche Hardware nebst
Dokumentation zur Verfiigung, insbesondere
Bedienungsanleitungen. Bitte beachten Sie, dass
die bereitgestellten Hardwarekomponenten im
Eigentum der Bundesdruckerei GmbH verbleiben.
Sie sind daher zu einem sorgfiltigen Umgang mit
der Hardware verpflichtet. Die Einzelheiten zum
Umgang mit der Hardware ergeben sich aus den
Hinweisen der Bundesdruckerei GmbH, die auf
www.bundesdruckerei.de/de/support abrufbar
sind.

4.1.6 Erfassen der Fingerabdriicke

Seit dem 2. August 2021 sind im Chip des Perso-
nalausweises stets auch zwei Fingerabdriicke zu
speichern.

Die Fingerabdriicke werden in Form des flachen
Abdrucks des linken und rechten Zeigefingers
der antragstellenden Person im elektronischen
Speichermedium des Personalausweises ge-
speichert (vgl. § 5 Absatz 9 Satz 1 PAuswG).

Bei Fehlen eines Zeigefingers, ungeniigender
Qualitat des Fingerabdrucks oder Verletzungen
der Fingerkuppe wird ersatzweise der flache Ab-
druck entweder des Daumens, des Mittelfingers
oder des Ringfingers gespeichert (vgl. § 5 Absatz 9
Satz 2 PAuswG, Nummer 4.4.0 PAuswV).

Bitte beachten Sie:

1&“’7
Es wird kein Personalausweis

ausgestellt, wenn die Abnahme der
Fingerabdriicke verweigert wird, obwohl sie
nach den Umstidnden als moglich erscheint
(vgl. Nummer 4.4.0 PassVwV).

Ist die Abnahme von Fingerabdriicken
nicht nur voriibergehend unméglich

(vgl. § 5 Absatz 9 Satz 3 PAuswG), kann ggf.
ein arztliches Attest erforderlich sein, wenn
die medizinischen Griinde nicht offen-
sichtlich sind.

Fingerabdriicke von Kindern unter
sechs Jahren werden nicht abgenommen
(vgl. Nummer 4.4.a PassVwV).
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Gesprichsleitfaden:
»Erfassen der Fingerabdriicke“

Ihre Fingerabdruckdaten werden aus-
schlieflich zur Speicherung im Chip des
Ausweises aufgenommen. Personen mit
dhnlichem Aussehen, die Ihren Ausweis zu
missbrauchen versuchen, konnen so leich-
ter erkannt werden. Damit wird die
Sicherheit des Personalausweises erhoht
und die Moglichkeit eines Missbrauchs ech-
ter Ausweisdokumente verringert.

Spitestens mit Aushindigung des Aus-
weises werden die Fingerabdriicke in
unserer Behorde geloscht. Beim Ausweis-
hersteller sind die Daten bereits unmittel-
bar nach Produktionsende geloscht. Das
bedeutet: Weder Datenbanken noch Regis-
ter speichern die Fingerabdruckdaten. Sie
verbleiben nach Aushindigung nur im Chip
Ihres Personalausweises.

Das Gesetz verbietet ausdriicklich, dass
Privatpersonen oder Unternehmen Zugriff
auf die Fingerabdruckdaten erhalten. Tech-
nische Sicherheitsmechanismen garantie-
ren, dass dieses Verbot in der Praxis ein-
gehalten wird. Nur berechtigte hoheitliche
Stellen - also Polizei, Zoll, Steuerfahndung,
Pass-, Ausweis- und Meldebehorden - kén-
nen die Fingerabdruckdaten einsehen, und
zwar nur, um die Identitit der Inhaberin
bzw. des Inhabers sowie die Echtheit des
Dokuments zu tiberpriifen.
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4.1.7 Erfassen der Unterschrift

und Kontrollblatt

Fiir die Erfassung der auf dem Personalausweis
sichtbaren Unterschrift gibt es zwei Moglichkeiten:

- Die antragstellende Person unterschreibt direkt
auf einem mit dem Computer verbundenen
Signaturtablet.

« Sie verwenden die handschriftliche Unter-
schrift auf dem Kontrollblatt und digitalisieren
diese per Scan.

Welches Verfahren Sie verwenden, hingt vom
Fachverfahren ab, das bei IThnen zum Einsatz
kommt. Folgen Sie daher den Anweisungen Ihres
Fachverfahrens.

Zu den Regelungen einer formgiltigen Unter-
schrift vgl. Nummer 4.4a und 6.2.1.2 PassVwV.

Nachdem Sie alle erforderlichen Daten

erfasst haben:

« Priifen Sie den Antrag auf Richtigkeit (insbe-
sondere die Schreibweise der Namen und des
Geburtsorts).

Gesprichsleitfaden:
,Erfassen der Unterschrift“

Bitte {iberpriifen Sie abschliefiend alle ge-
machten Angaben. Wenn die Angaben kor-
rekt sind, unterschreiben Sie bitte hier.

Ihre Unterschrift wird auch auf dem
Personalausweis zu sehen sein.

Bitte unterschreiben Sie zumindest mit
Threm Familiennamen. Doppel- oder Vor-

namen diirfen abgekiirzt oder weggelassen
werden.




+ Legen Sie der antragstellenden Person (bzw.
der Person, welche die gesetzliche Vertretung
oder rechtliche Betreuung wahrnimmt) den
Antrag zur Priifung vor.

- Bitten Sie die antragstellende Person, den An-
trag nach Priifung zu unterschreiben. Zu den
Regelungen einer formgultigen Unterschrift
vgl. Nummer 6.2.1.2 PAuswV.

+ Scannen Sie, wenn notig, das Kontrollblatt ein.

4.1.8 Aushandigen des PIN-Briefes

Um den Online-Ausweis nutzen zu kénnen,
erhalten die Antragstellerinnen und Antrag-
steller einen PIN-Brief, in dem u. a. eine funf-
stellige ,Einmal-PIN“ und eine Kennziffer

zur Aufhebung der PIN-Blockade (Riicksetz-
nummer ,,PUK*) enthalten sind. Die PUK wird
benotigt, nachdem die PIN dreimal falsch ein-
gegeben wurde.

Vor allem aus Wirtschaftlichkeitsgriinden
werden alle PIN-Briefe ausschlielich bei zen-
tralen Ausweisproduzenten hergestellt und
anschlieffend blanko in der Personalausweis-
behorde gelagert.

Sie scannen den im Kuvertfenster eines PIN-Brie-
fes sichtbaren Strichcode und nehmen diesen
PIN-Brief zum Antragsdatensatz. Alternativ fligen
Sie die unterhalb des Strichcodes aufgedruckte
Nummernfolge zum Antrag hinzu. Anschlieffend
iibergeben Sie den PIN-Brief der antragstellenden
Person. Werden zwei Antrige gleichzeitig be-
arbeitet (z. B. Eheleute), konnen Sie auf dem Ku-
vert handschriftlich einen Hinweis vermerken,
um eine nachtrigliche Verwechslung der PIN-
Briefe zu vermeiden.

Den Erhalt des PIN-Briefes muss die antrag-
stellende Person in Textform bestétigen, bei-
spielsweise durch ein Ankreuzfeld.

Auch bei Antrigen von Kindern ist ein PIN-Brief
dem Antragsdatensatz hinzuzufiigen. Um eine
Gleichbehandlung aller antragstellenden Personen
zu erzielen, wurde festgelegt, dass alle Personen
einen PIN-Brief ausgehindigt bekommen sollen,
wenn ein Dokument mit Online-Ausweis bean-
tragt wird. Fir den Online-Ausweis gibt es immer
mehr Anwendungsmaoglichkeiten. Wird der On-
line-Ausweis spéter aktiviert, z. B. wenn die Person
das 16. Lebensjahr vollendet hat, soll auch diese
Person eine Nummer zur Aufhebung der PIN-
Blockade (Personal Unblocking Key/PUK) erhal-
ten, die nur der Original-PIN-Brief enthalten kann.

Die ehemalige Altersgrenze ,,15 Jahre und neun
Monate“ fiir den PIN-Brief wurde abgeschafft.

Wird der PIN-Brief im Ausnahmefall nicht be-
notigt, weil beispielsweise das Kind innerhalb

des Gultigkeitszeitraums das 16. Lebensjahr nicht
vollenden wird, kann der PIN-Brief zu Hause fiir
das Kind aufbewahrt oder auch {iber den Papier-
miill entsorgt werden. Die Prozesse beim Ausweis-
hersteller Bundesdruckerei GmbH sind fiir ca. elf
Millionen Antragstellerinnen und Antragsteller
ausgelegt. Flr die allermeisten Personen ist der
PIN-Brief relevant. Damit der PIN-Brief-Prozess
storungs- und fehlerfrei lauft, verbleiben die we-
nigen Ausnahmesituationen (Personalausweis
fur Kleinkind, elektronischer Aufenthaltstitel fiir
auslandische Person ohne festgestellte Identitit)
zur Klarung in den einzelfallbezogenen Antrags-
gespriachen. Zur Ressourcenschonung wurde der
PIN-Brief auf eine DIN-A4-Seite gektrzt (vor-
her: zwei Seiten). Zudem ist durch die persénliche
Ubergabe an die antragstellende Person der Be-
sitziibergang des PIN-Briefes gewahrleistet, so-
dass aufwendige Reklamationsprozesse aufgrund
postalisch nicht zugestellter PIN-Briefe kiinftig
obsolet werden.

Eltern, die den Personalausweis fuir ihr Klein-
kind als Ausweisdokument fur Reisen innerhalb



der EU beantragen, wird fiir die Ubergabe des
PIN-Briefes folgende kurze Erklirung/Beratung
vorgeschlagen:

Der PIN-Brief enthilt 1
folgende Informationen:

- flinfstellige Einmal-PIN

« Nummer zur Aufhebung der PIN-
Blockade (PUK)

Schritt fiir Schritt:
Aushdndigen des PIN-Briefes

1. Informieren Sie die Giber 16 Jahre alte antrag-
stellende Person, dass der PIN-Brief die fiinf-
stellige Einmal-PIN und eine Nummer zur
Aufhebung der PIN-Blockade (PUK) enthilt.

2. Erlautern Sie, dass der PIN-Brief wichtige In-
formationen iber den Online-Ausweis enthilt.

3. Informieren Sie die antragstellende Person,
dass der PIN-Brief sicher aufbewahrt werden
soll und dass die enthaltenen Informationen
nur ihr bekannt sein diirfen.

4. Weisen Sie die antragstellende Person darauf
hin, dass der Transport des Personalausweises
und des PIN-Briefes immer getrennt vonein-
ander erfolgen soll, damit im Falle eines Ab-
handenkommens (Verlust/Diebstahl) die Ge-
fahr des Missbrauchs des Online-Ausweises
verringert werden kann.
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Kleinkinder/Sduglinge

Produktionstechnisch ist es notwendig, dass
der antragstellenden Person ein PIN-Brief zu-
gewiesen wird. Der PIN-Brief muss vom Be-
hordenpersonal auch ausgehindigt werden. In
wenigen Ausnahmefillen kann der PIN-Brief
von der antragstellenden Person nicht genutzt
werden. In diesen Fillen entscheidet der gesetz-
liche Vertreter bzw. der Betreuer, ob der PIN-Brief
dennoch aufbewahrt oder zu Hause iiber den
Papiermiill entsorgt werden soll.

Voraussichtlich ab Mai 2026 wird das Produkti-
onsverfahren bei Antragstellern unter zehn Jahren
umgestellt: Die Aushdndigung eines PIN-Briefes
soll fiir Kinder unter zehn Jahren entfallen.

Ein Muster des aktuellen PIN-Briefes finden Sie
im Personalausweisportal unter www.personal-
ausweisportal.de/pin-brief.

Gesprichsleitfaden:
,Ubergabe PIN-Brief fiir Jugendliche bzw.
fur Kinder/Kleinkinder*

Personen ab 16 Jahren

Diese Informationen diirfen nur Ihnen be-
kannt sein. Bitte bewahren Sie Ihren PIN-
Brief sicher auf.

Jugendliche

Ihr Kind wird innerhalb des Giiltigkeits-
zeitraums 16 Jahre alt und ist danach be-
rechtigt, den Online-Ausweis zu nutzen.
Sie konnen nach dem 16. Geburtstag den
Online-Ausweis bei der Behorde aktivieren
lassen, indem eine selbst gewéhlte, sechs-
stellige PIN gesetzt wird. Bis dahin ist der
Online-Ausweis deaktiviert. Der PIN-Brief
enthilt die PUK.



http://#
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4.1.9 Aufklarung tiber das Online-

Ausweisen und das Vor-Ort-Auslesen

Eine wichtige gesetzliche Aufgabe der Personal-
ausweisbehorde ist es, die Giber 16 Jahre alte an-
tragstellende Person tiber den Online-Ausweis
(Abschnitte 3.2 bis 3.4) inklusive des Vor-Ort-Aus-
lesens (Abschnitt 3.6) zu informieren. Hierfir
koénnen Sie z. B. die nachfolgend vorgeschlagenen
Formulierungen verwenden.
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Gesprichsleitfaden:
,Erste Informationen iiber den
Online-Ausweis”

Der Personalausweis enthilt einen Chip.
Darauf sind Ihre Personendaten ge-
speichert, die auf dem Ausweis aufgedruckt
sind. Mithilfe eines geeigneten NFC-fihigen
Smartphones oder eines Lesegerits konnen
Sie die Daten auslesen und - nach Ein-
gabe IThrer selbst gewihlten, sechsstelligen
Geheimnummer (PIN) - zum Nachweis
Ihrer Identitéit online einem Dritten iiber-
mitteln. So kdnnen Sie sich gegeniiber
Internetdiensten online sicher ausweisen
(Online-Ausweisfunktion).

Ihren Online-Ausweis konnen Sie
beispielsweise nutzen, um

« sich nach einem Umzug elektro-
nisch anzumelden,

« Ihre Steuererkldarung online abzugeben,
- Thr Rentenkonto online einzusehen,

« Ihren Punktestand in Flensburg on-
line einzusehen,

« ein Fiihrungszeugnis online
zu beantragen.

« Viele weitere Anwendungen von
Behorden und Unternehmen sind digital
verfligbar.

Um sich online ausweisen zu konnen,
brauchen Sie aufer dem Personalausweis

- Thre selbst gewihlte, sechsstellige
Geheimnummer (PIN),

« ein NFC-fihiges Smartphone (Android
oder iOS) oder ein Kartenlesegerit und

- eine Software, z. B. die kostenlose Aus-
weisApp oder eine andere geeignete App,
die Sie z. B. iiber den Google Play Store, die
HUAWEI AppGallery oder den App Store
von Apple kostenlos herunterladen.

Im Rahmen der Beantragung Ihres
Personalausweises erhalten Sie heute Ihren
PIN-Brief mit einer fiinfstelligen Einmal-
PIN. Ihren Online-Ausweis machen Sie
einsatzbereit, indem Sie entweder bei Ab-
holung des Ausweises oder iiber die Aus-
weisApp Ihre selbst gewihlte, sechsstellige
Geheimnummer (PIN) setzen.
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Das Online-Ausweisen funktioniert so:

« In einer App oder auf einer Webseite
werden Sie zur Identifizierung per
Online-Ausweis aufgefordert.

+ Bei NFC-fihigen Smartphones wird
nun die AusweisApp automatisch ge-
startet. (Bei Computern muss die Aus-
weisApp vor Aufruf aus der Webseite
geoffnet sein.)

 Nach Aufforderung legen Sie den
Personalausweis an das Smartphone
oder das Kartenlesegerit.

- Sie geben die selbst gewihlte, sechs-
stellige Geheimnummer (PIN) ein.

Daraufhin werden Ihre Personendaten zur
Identifizierung an den Empfinger tiber-
mittelt. Die Online-Identifizierung ist
damit abgeschlossen und Sie kénnen den
Online-Dienst (z. B. Abfrage des Punkte-
stands in Flensburg) in Anspruch nehmen.

Gesprichsleitfaden:
,Erste Informationen iiber das
Vor-Ort-Auslesen®

Der Chip im Personalausweis ermdglicht
Thnen, IThre Personendaten wie Name und
Anschrift einfach und schnell in ein elek-
tronisches Formular zu iibertragen. Dies
bietet sich in vielen Situationen an, in denen
Sie vor Ort ein Formular ausfiillen, z. B. bei
einer Behorde, am Postschalter, im Hotel,

in einer Bank oder bei einem Mobilfunkan-
bieter. Sie ersparen sich dadurch das miih-
same Ausschreiben Ihrer Personendaten.

Thre PIN benétigen Sie dafiir nicht. Das
Vor-Ort-Auslesen dient lediglich der Uber-
nahme von Personendaten in ein elektroni-
sches Formular. Die Identifizierung erfolgt
durch einen herkémmlichen Abgleich Ihres
Lichtbilds.

Beim Vor-Ort-Auslesen weisen Sie sich zu-
néchst durch Vorzeigen des Personalaus-
weises aus. Dann legen Sie Ihren Personal-
ausweis auf das hierfiir vorgesehene
Kartenlesegerit. Uber den Chip Ihres
Personalausweises wird automatisch ge-
priift, ob Ihr Gegeniiber eine staatliche
Berechtigung fiir das Vor-Ort-Auslesen hat.
Die bendtigten Daten werden nach Ein-
gabe der auf dem Ausweis aufgedruckten
Zugangsnummer (CAN) Ende-zu-Ende-ver-
schliisselt und fehlerfrei in das Formular
ubertragen.

Ein unbemerktes Auslesen der Daten im
Chip ohne Thr Wissen ist nicht moglich. Der
Chip gibt die Daten nur frei, wenn er die

auf dem Personalausweis aufgedruckte Zu-
gangsnummer (CAN) iibermittelt bekommt.




4.1.10 Anbieten des Flyers liber

den Online-Ausweis

Jeder Person, die einen Personalausweis beantragt,
wird im Rahmen des Antragsprozesses der Flyer
»Der Online-Ausweis“ angeboten. Darin sind die
wesentlichen Informationen zusammengefasst.

Der Flyer kann in einem handlichen DIN-lang-
Format angeboten werden, wenn die Behorde
eine Herstellung dieser Druck-Erzeugnisse bei-
spielsweise bei regionalen Druckereien beauftragt
hat. Alternativ kann das Behérdenpersonal die
Aushindigung des Flyers auch in einem DIN-A4-
Format, beidseitig bedruckt, anbieten.

Wird der antragstellenden Person der Flyer
miindlich angeboten, ist das im Register mit
Datum und Uhrzeit zu vermerken, vgl. Nummer
G.11.3.1 der PAuswVwV.

Der Flyer fasst alle Infos rund um
den Online-Ausweis kompakt
zusammen - zum Mitnehmen oder
Online-Abruf.

Gesprichsleitfaden: Anbieten des Flyers
,Der Online-Ausweis“

Ich mo6chte IThnen einen Flyer anbieten, den
Sie auch online abrufen kénnen.

Darin erfahren Sie, wie Sie Ihren Personal-
ausweis in der digitalen Welt nutzen kén-
nen und welche Sicherheitsmechanismen
Thre Daten dabei schiitzen. Auflerdem er-

4.1.11 Anbieten des Direktversands

und Erfassen der E-Mail-Adresse

Seit dem 1. November 2024 sind die rechtlichen
Grundlagen fiir den sog. Direktversand in Kraft
(vgl. Nummer G.9.1.2 PAuswVwV). Damit kann
das hoheitliche Dokument vom Ausweisherstel-
ler auf Wunsch direkt an die Meldeanschrift der
antragstellenden Person versendet und ihr an der
Wohnungstir ibergeben werden. Der Gang zur
Abholung in der Behorde oder zu einem Ausgabe-
automaten kann auf Wunsch entfallen.

Der Direktversand von Personalausweisen ist
ausschliefilich fiir antragstellende Personen ab
16 Jahren moglich und nur in der zustindigen
Behorde wihlbar. Dieser optionale zusitzliche
Service ist gebiihrenpflichtig.

Machen Sie der antragstellenden Person deut-
lich, dass die vermerkte Meldeanschrift zustell-
fahig sein muss. Gegebenenfalls miissen organi-
satorische MaRnahmen veranlasst werden (z. B.
Anbringung des Namens am Briefkasten bzw.
Klingelschild), um die Zustellfahigkeit sicherzu-
stellen. Der alte Ausweis ist bereits zum Zeitpunkt
der Beantragung des neuen Ausweises zu ent-
werten. An der Wohnungstiir muss sich die an-
tragstellende Person mit einem zweiten giiltigen
Ausweisdokument ausweisen kénnen. Kann die
Postsendung mit dem Ausweisdokument nicht
zugestellt werden, wird die Sendung zur Post-
filiale und nach weiteren sieben Werktagen zur
Behorde transportiert.

halten Sie weitere Informationen tiber den
PIN-Brief, den Sie heute erhalten.




E-Mail-Adresse

Die Erfassung einer E-Mail-Adresse der antrag-
stellenden Person erfolgt optional (vgl. Nummer
21.2.8a PAuswVwV). Machen Sie der antragstellen-
den Person deutlich, welche Vorteile die Verwen-
dungsgestattung der E-Mail-Adresse mit sich
bringt. Auf Wunsch der Biirgerin oder des Biirgers
kann die E-Mail-Adresse:

+ von der Behorde ausschliefilich fiir den Direkt-
versand gespeichert und verwendet werden.
Damit erhélt die Biirgerin oder der Biirger eine
E-Mail-Benachrichtigung tiber den voraus-
sichtlichen Zustelltag. Eine andere Benachrich-
tigungsform (z. B. SMS) hat der Verordnungs-
geber nicht vorgesehen.

- dauerhaft gespeichert werden. Diese Speiche-
rung dient u. a. dazu, dass das IT-Fachverfah-
ren - soweit technisch ertiichtigt - rechtzeitig
mit einer automatisierten Nachricht an den
Ablauf der Giltigkeit des Personalausweises
erinnern kann.

Unser Tipp! 1
Mit E-Mail-Benachrichtigung
wissen Sie immer, wann Thr

neuer Ausweis ankommt.

Direktversand spart Zeit:
Der Ausweis kommt bequem
zu Ihnen nach Hause.

4.1.12 Personalausweisgebiihr

Nachdem Sie alle Daten erfasst haben, muss

die antragstellende Person die Gebiihr fiir den
Personalausweis entrichten. Gegebenenfalls wird
dieser Prozessschritt in [hrer Behorde auch schon
zu einem friitheren Zeitpunkt durchgefiihrt.

4.1.13 Dateniibermittlung an den
Ausweishersteller

Mithilfe des Fachverfahrens werden die erfassten
Daten automatisch in das vorgesehene Versand-
format gebracht. Die Personalausweisbehorde
tbermittelt die Antragsdatensitze auf elektroni-
schem Wege an den Ausweishersteller, der den
Eingang elektronisch bestétigt.



Alle Schritte im Blick: Die Checkliste hilft, nichts zu vergessen.

Aufgabe Hilfsmittel Hinweise Erledigt
1 Zustandigkeit priifen
Identifizieren der antragstellenden
2 Person und ggf. der gesetzlichen
Vertretung; der gerichtlich bestellten
Betreuung 0. A.
3 Klaren“d.er dfeutschen Staats- Formblatt §chr|ftl|che Efklarung der Byrge—
angehdrigkeit rinnen und Birger erforderlich
4 Erfassen der biografischen Personen-
daten
. . Wie beim Reisepass: Fotomustertafel, Bis zum 30 April 2025: M?gUCh.kEIt
5 Erfassen des Lichtbilds ey des Einscannens von papierbasierten
Qualitatssicherungssoftware .
Passbildern
Wie beim Reisepass: Handlungsan-
6 Erfassen der Fingerabdriicke weisung Fingerabdruckerfassung,
Gesprachsleitfaden
Gesprachsleitfaden; Signaturtablet
oder ggf. Kontrollblatt (Ausdruck, . .
7 Erfassen der Unterschrift Priifung; Unterschrift durch Antrag- Ablauf kann je nac.h technischer
. Ausstattung abweichen
stellerin bzw. Antragsteller; ggf.
Einscannen des Kontrollblatts)
8  Aushandigen des PIN-Briefes Gesprachsleitfaden
Informieren tiber den Online-Ausweis - .
9 und das Vor-Ort-Auslesen Gesprachsleitfaden
10 Angebot zur Aushandigung des Flyers Protokollierung des Angebots erfor-
,Der Online-Ausweis“ derlich durch Vermerk im Register
11a Anbieten des Direktversands Nur an den |r?land|schen
Hauptwohnsitz
a) Fur Direktversand: Benachrich-
tigung des voraussichtlichen.
11b Anbieten des Erfassens der Zustelltags
E-Mail-Adresse
b) Zur Erinnerung rechtzeitig vor
Gultigkeitsablauf
Entgegennahme der
12 . .
Personalausweisgebiihr
13 Ubermitteln der Daten an den

Ausweishersteller

Nutzen Sie die Spalte ,,Erledigt®, um den
Bearbeitungsstand jederzeit nachvollziehbar
zu machen.



Das Ausgabeverfahren im Uberblick:

1. Empfang von Sperrkennwort
und Ausweis

2. Uberpriifung Sperrkennwort
im Personalausweisregister

3. Identifizierung der abholenden Person

4. Ausdruck des Aushiandigungs-
schreibens mit Sperrkennwort

5. Ubergabe des Aushindigungs-
schreibens und des Personalausweises,
ggf. Angebot des PIN-Setzens

6. Loschen der Fingerabdriicke

7. Entwertung/Vernichtung des alten
Ausweises

*kkkk*k
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4.2 Ausgabeverfahren

In diesem Kapitel wird erlautert, welche Schritte
Sie bei der Lieferung des Personalausweises durch
den Ausweishersteller beachten miissen und
welche Aufgaben bei der Ausgabe des Dokuments
an die Biirgerinnen und Biirger relevant sind.

4.2.1 Empfangnahme und Quittierung

von Sperrkennwort und Ausweis

Bevor das fertig produzierte Ausweisdokument
an die Personalausweisbehorde geliefert wird,
sendet der Ausweishersteller vorab eine elek-
tronische Lieferinformation. Darin teilt er den
Abschluss des Produktionsprozesses mit und
ubermittelt gleichzeitig das Sperrkennwort
fiir den Online-Ausweis. Ihr IT-Fachverfahren
quittiert automatisch den Erhalt des Sperr-
kennworts elektronisch.

Der Personalausweis wird im Auftrag des
Bundesministeriums des Innern von der
Bundesdruckerei GmbH produziert und der
Personalausweisbehorde zugesandt. Der Er-
halt der Lieferung ist dem Frachtdienstleister zu
quittieren und wie bisher im Fachverfahren zu
vermerken.

Jeder Schritt im Ausgabeverfahren
sorgt dafiir, dass der Personal-
ausweis liickenlos nachverfolgt
und zuverldssig ausgehdndigt
werden kann.



4.2.2 Identifizieren der Person, die

den Personalausweis erhalt

Die Ausgabe des Dokuments erfolgt grundsitz-
lich an die Ausweisinhaberin bzw. den Ausweis-
inhaber (ab 16 Jahren) bzw. an die Person, welche
die gesetzliche Vertretung bzw. rechtliche Be-
treuung wahrnimmt. Die Vertreterin bzw. der
Vertreter muss sich bei diesem Schritt auch selbst
identifizieren. Die Ausgabe an ein Kind darf er-
folgen, wenn eine schriftliche Einverstindnis-
erklarung eines sorgeberechtigten Elternteils fiir
die Aushindigung des Ausweisdokuments an das
Kind vorliegt.

Die Ausgabe an eine dritte Person ist moglich,
sofern eine entsprechende Vollmacht der an-
tragstellenden Person vorgelegt wird. In die-
sem Fall ist die Identitit der bzw. des Bevoll-
machtigten zu Giberprifen.

4.2.3 Aushdndigungsschreiben

mit Sperrkennwort

Die Personalausweisbehorde teilt der antrag-
stellenden Person das Sperrkennwort mit. Vor
Ausgabe des Ausweises drucken Sie das sog.
Aushidndigungsschreiben aus, welches das
Sperrkennwort enthalt. Ihr Fachverfahren halt
diesen Ausdruck im Vorgang Aushindigung
automatisch bereit.

Sollte dies nicht der Fall sein, sprechen Sie Ihren
Fachverfahrensentwickler an.

Ab dem 17. Februar 2025 wird die Bestitigung
bei der Antragstellung eingeholt und ist daher
bei der Dokumentenausgabe nicht mehr sepa-
rat zu priifen.

4.2.4 Priifung des Personalausweises

Der Ausweishersteller hat eine wirksame
Qualitatskontrolle implementiert, um etwai-

ge Produktionsfehler so friihzeitig wie moglich
festzustellen. Fertig produzierte und vom Aus-
weishersteller versendete Dokumente sind daher
weitgehend frei von Produktionsméngeln. Auf-
grund dessen wurde im Einvernehmen mit den
Landesinnenministerien festgelegt, dass kommu-
nale Behorden zur generellen Kontrolle der fertig
produzierten Ausweisdokumente ab Mai 2016
nicht mehr verpflichtet und in diesem Bereich in-
soweit von Biirokratie entlastet sind.

Die Kommune bewertet selbst, inwieweit bei der
Beantragung des Ausweisdokuments ergidnzende
manuelle Eintragungen erfolgen, bei denen sich
Schreibtippfehler eingeschlichen haben kénn-
ten (statt Verwendung von gepriiften Textbau-
steinen durch Drop-down-Auswahllisten die

im behoérdlichen IT-Fachverfahren integriert
sind). Im Interesse der Behorde und im Sinne der
Zufriedenheit der Biirgerinnen und Biirger kann
eine Priifung des fertig produzierten Ausweis-
dokuments vor Aushindigung daher ggf. sinn-
voll sein. Sollten sich dabei trotz umfangreicher
Qualitatssicherungsmafinahmen beim Hersteller
in Einzelfillen Médngel oder unrichtige Angaben
auf dem Ausweis zeigen, priifen Sie bitte, ob eine
Reklamationsbestellung angezeigt ist.

Das Anzeigen der im Chip enthaltenen Daten
muss nicht angeboten werden. Auf Wunsch der
Biirgerinnen und Biirger kdnnen Sie ihnen die
Daten anzeigen, die auf dem Chip ihres Personal-
ausweises gespeichert sind. Hierfiir nutzen Sie die
Visualisierungsfunktion Ihres Fachverfahrens.
Erginzend kann die Biirgerin bzw. der Biirger
sich ihre bzw. seine Daten auch tiber die Funktion
»Meine Daten“ der AusweisApp anzeigen lassen.
Hierfiir ist die Eingabe der selbst gewihlten,
sechsstelligen PIN erforderlich.
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4.2.5 Ubergabe des Personal-

ausweises und des Aushandigungs-
schreibens (§ 18 PAuswV)

Ubergeben Sie den fertig produzierten Ausweis
inklusive des Aushdandigungsschreibens, welches
das Sperrkennwort abgedruckt enthélt. Doku-
mentieren Sie das Datum und die Uhrzeit der
Dokumentenausgabe. Gegebenenfalls erfolgt dies
automatisch durch das Fachverfahren.

Erscheint zur Aushidndigung des Ausweises

eine bevollmichtigte Person, wird neben dem
Ausweisdokument zugleich auch das Aus-
hindigungsschreiben, auf dem das Sperrkenn-
wort abgedruckt ist, ibergeben. Eine gesonderte
Vollmacht fir die Entgegennahme des Aus-
hindigungsschreibens ist nicht erforderlich.

Beim Befiillen eines Dokumentenausgabe-auto-
maten legen Sie das Aushdndigungsschreiben
sowie das Ausweisdokument in dasselbe Fach.

4.2.6 Loschen der Fingerabdriicke

im Fachverfahren

Die Fingerabdriicke werden spitestens nach dem
Aushindigen des Personalausweises im Fach-
verfahren automatisch geldscht. Gegebenenfalls
priifen Sie manuell, ob dieser Schritt im Fachver-
fahren erfolgt ist.

Nach dem Loschen sind die Fingerabdriicke
ausschliefilich im Chip des Personalausweises
gespeichert.

Im Anschluss an den Ausgabeprozess konnen Sie
der Ausweisinhaberin bzw. dem Ausweisinhaber
als Serviceleistung anbieten, die flinfstellige Ein-
mal-PIN in eine selbst gewihlte, sechsstellige PIN
zu dndern. Fiir diese Anderung werden keine Ge-
biihren erhoben.

kkkkk*k

Die sechsstellige PIN darf nur

der Ausweisinhaberin bzw. dem Ausweis-
inhaber bekannt sein und darf daher aus-
schlief3lich von der Ausweisinhaberin bzw.
vom Ausweisinhaber selbst gesetzt werden,
keinesfalls von anderen Personen-auch
nicht von Personen, denen die gesetzliche
Vertretung oder rechtliche Betreuung
zusteht oder von abholbevollmichtigten

Bitte beachten Sie:

Personen.

Bei in der Sehfihigkeit eingeschrankten
Personen: siehe Punkt 4.3.3.

Wenn Sie einer Ausweisinhaberin bzw.
einem Ausweisinhaber den alten Personal-
ausweis als Andenken iiberlassen, ist zwecks
sicherer Entwertung mindestens der linke
Teil der maschinenlesbaren Zone abzu-
schneiden, sodass die Dokumentenkennung
(IDD>>), ein Teil des Geburtsdatums (2. Zeile
der MRZ) sowie ein Teil des Familien-
namens (3. Zeile der MRZ) abgetrennt sind.

4.2.7 Entwertung oder Vernichtung des
alten Personalausweises

Es ist sicherzustellen, dass niemand mehr als
einen giiltigen Personalausweis besitzt. Daher
sind im Rahmen des Ausgabeprozesses die
alten Ausweise zu entwerten und, sofern die
Biirgerinnen und Biirger ihre alten Ausweise
in entwerteter Form nicht behalten wollen, der
Vernichtung zuzufiithren.

Die Entwertung richtet sich nach den Vorgaben



der Nummer G 4.1 der Personalausweisverwal-
tungsvorschrift.

Sofern der alte Ausweis das Gliltigkeitsende
noch nicht erreicht hat, ist vor der Entwertung
die eingeschaltete Online-Ausweisfunktion in
jedem Fall zu deaktivieren.

Wenn die Biirgerinnen und Birger ihre ent-
werteten Ausweisdokumente nicht mitnehmen
mochten, miissen Sie die Vernichtung der Aus-
weisdokumente sicherstellen. Die Bundes-
druckerei GmbH bietet die kostenfreie Riick-
nahme und Vernichtung entwerteter Dokumente
an.
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Die Checkliste stellt sicher, dass
alle Schritte bei der Ausgabe des
Personalausweises zuverldssig
erledigt werden. So wird jeder
Vorgang von der Identifizierung
bis zur Vernichtung alter
Dokumente nachvollziehbar
dokumentiert und bleibt fiir alle
Beteiligten transparent.

Alle Schritte im Blick: Die Checkliste hilft, nichts zu vergessen.

Hilfsmittel

Erledigt

Aufgabe

1 Identifizieren der Person, die den Personalausweis erhalt
bzw. mit entsprechender Vollmacht abholt

P Uberpriifen, ob Sperrkennwort im Personalausweis-

register, und Ausdruck des Aushandigungsschreibens

3 Auf Wunsch Visualisieren der Chipdaten

Ubergabe des Personalausweises und des
4 Aushdndigungsschreibens, Dokumentieren des Datums
und der Uhrzeit, ggf. Angebot des PIN-Setzens

Priifen, ob automatisches Loschen der Fingerabdriicke
im Fachverfahren erfolgt ist

6 Entwertung und Vernichtung des alten Ausweises

Nutzen Sie die Spalte ,Erledigt®, um den
Bearbeitungsstand jederzeit nachvollziehbar
zu machen.



4.3 Anderungsdienst

Folgende Daten und Funktionen lassen sich beim
Personalausweis nachtriglich elektronisch dndern:

« Aktivieren der Online-Ausweisfunktion bei
Ausweisen, die vor dem 15 Juli 2017 aus-
gegeben wurden oder nach Vollendung des
16. Lebensjahres

« Ersetzen der fiinfstelligen Einmal-PIN
(sog. Transport-PIN) durch eine selbst ge-
wihlte, sechsstellige PIN

» Neusetzen der selbst gewéhlten, sechs-
stelligen PIN

+ Anderung der Anschrift (und damit ggf.
des amtlichen Gemeindeschliissels)

« Wenn andere Daten gedndert werden
sollen, muss ein neuer Personalausweis
beantragt werden.

4.3.1 Benotigte Technik

Um die im Chip gespeicherten Daten zu dndern,
ist ein sogenanntes Anderungsterminal notig.
Es enthélt ein Lesegerit zum Auslesen des Chips
sowie ein Eingabefeld fiir die Zahleneingabe.

Das Anderungsterminal wird an IThrem Arbeits-
platz in der Personalausweisbehorde an-
geschlossen und zum Datenaustausch mit dem

Mit dem Anderungsdienst kénnen
wichtige Funktionen wie die
Online-Ausweisfunktion jederzeit
sicher nachgeriistet werden. So
bleiben Ausweisdaten aktuell und
flexibel nutzbar, ohne dass ein
komplett neuer Ausweis nétig ist.
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Bildquelle: Bundesministerium des Innern, Bundesdruckerei GmbH

Fachverfahren verbunden. Um Daten und Funk-
tionen eines Personalausweises zu dndern, muss
das Ausweisdokument auf dem Gerit liegen.

Die Chipdaten sind vor unberechtigtem Zugriff
gesichert. Daher benétigt das Anderungsterminal
zum Zugriff und zur Anderung der Chipinhalte
ein Berechtigungszertifikat, wie Sie es bereits

aus der Sicherung der Fingerabdriicke im Chip
kennen. Diese hoheitlichen Berechtigungszertifi-
kate zum Andern der Chipinhalte werden von der
Bundesdruckerei GmbH nur an Personalausweis-
behorden ausgegeben.

4.3.2 Aktivieren des Online-Ausweises

Die Personalausweise werden von der Bundes-
druckerei GmbH fiir antragstellende Perso-

nen, welche das 16. Lebensjahr vollendet haben,
immer mit aktiviertem Online-Ausweis aus-
geliefert. Bei jiingeren Antragstellerinnen und
Antragstellern ist der Online-Ausweis deaktiviert.

Ein nachtrégliches Aktivieren der Online-
Ausweisfunktion bei Ausweisen, die vor dem
15 Juli 2017 ausgegeben wurden, ist auf An-
trag jederzeit und gebiihrenfrei méglich
(Abschnitt 4.3.2).



Das Aktivieren des Online-Ausweises fiir Perso-
nen unter 16 Jahren ist nicht zulassig.

Bei nachtréglicher Aktivierung des Online-Aus-
weises muss umgehend eine selbst gewéhlte,

sechsstellige PIN gesetzt werden.

Ausweisinhaberinnen und Ausweisinhaber, die

zum Zeitpunkt der Antragstellung unter 16 Jahre

alt waren und daher einen Personalausweis mit

deaktivierter Online-Ausweisfunktion erhielten,
konnen den Online-Ausweis ab dem 16. Geburts-

tag aktivieren lassen.

Schritt-fiir-Schritt:
Aktivieren des Online-Ausweises

1. Nehmen Sie den Ausweis in Empfang.

2. Priifen Sie die Identitat der Ausweisinhaberin

bzw. des Ausweisinhabers und das Alter.

3. Starten Sie in IThrem Fachverfahren die Funk-
tion fiir den Anderungsdienst.

. Legen Sie den Personalausweis so auf das An-
derungsterminal, dass die Vorderseite sichtbar
bleibt, damit die Zugangsnummer (CAN) abge-
lesen werden kann.

. Geben Sie die Zugangsnummer (CAN) des
Dokuments ein.

. Wihlen Sie im Anderungsdienst die Anwen-
dung fiir das Aktivieren des elektronischen
Identitdtsnachweises aus und aktivieren Sie
den Online-Ausweis.
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Nur wenn der Online-Ausweis
korrekt aktiviert wird, kann die
digitale Identitdt spdter sicher
genutzt werden. Die personlichen
Schritte am Terminal schiitzen die
Daten zuverldssig und machen die
Identitdt eindeutig nachpriifbar.

7. Dokumentieren Sie das Aktivieren mit Datum
und Uhrzeit, sofern das nicht automatisch
durch das Fachverfahren erfolgt.

8. Lassen Sie die Ausweisinhaberin bzw. den Aus-
weisinhaber die selbst gewihlte, sechsstellige
PIN setzen.

9. Teilen Sie der Ausweisinhaberin bzw. dem Aus-
weisinhaber ggf. das Sperrkennwort aus dem
Personalausweisregister mit.

10. Zur Information tiber den Online-Ausweis
koénnen Sie sich an dem Gespréchsleitfaden
(Abschnitt 4.1.9) orientieren und den Flyer
,Der Online-Ausweis“ (Abschnitt 4.1.10) zur
Mitnahme anbieten.

und Biirgern, wie wichtig die

Erkldren Sie den Biirgerinnen 1 dl,,)

selbst gesetzte PIN ist, und
weisen Sie darauf hin, die Unterlagen sicher
aufzubewahren.




4.3.3 Neusetzen der PIN

Hat die Ausweisinhaberin bzw. der Ausweis-
inhaber die PIN fiir den Online-Ausweis ver-
gessen oder verloren, so kann mithilfe des
Anderungsterminals das Neusetzen der PIN
eingeleitet werden.

Das Neusetzen der PIN ist in jeder Personal-
ausweisbehorde moglich. Die Ausweis-
inhaberin bzw. der Ausweisinhaber muss dazu
personlich erscheinen.

Eingabemdglichkeit fiir in der Sehfihigkeit
beeintrdchtigte Personen

Aufgrund der als Touchpad ausgestalteten Be-
dienfliche des Anderungsterminals kénnen in
der Sehfihigkeit stark eingeschrinkte Personen
ihre selbst gewihlte PIN am Anderungsterminal
nicht selbst setzen.

Hat eine in der Sehfihigkeit stark eingeschrinkte
Person ihren PIN-Brief zum Personalausweis
verlegt und/oder die selbst gewihlte, sechsstellige
PIN vergessen, kann ihr auf Antrag durch das
Behordenpersonal eine neue sechsstellige PIN
erteilt werden.

Diese , Interims-PIN“ kann die in der Sehfihig-
keit stark eingeschriankte Person nutzen, um am
heimischen PC ihre selbst gewihlte, sechsstellige
PIN neu zu setzen.

Die AusweisApp unterstiitzt die gingigen Braille-
zeilen (Screenreader). Dies wurde zusammen mit
Blindenverbinden getestet.

Schritt-fiir-Schritt:
Neusetzen der PIN

1. Priifen Sie zunichst die Identitit der Aus-
weisinhaberin bzw. des Ausweisinhabers.
Nehmen Sie den Ausweis in Empfang.

2. Starten Sie in Ihrem Fachverfahren die Funk-
tion fiir den Anderungsdienst.

3. Legen Sie den Personalausweis so auf das
Anderungsterminal, dass die Vorderseite
sichtbar bleibt, damit die Zugangsnummer
(CAN) abgelesen werden kann.

4. Nun ist die auf dem Ausweis aufgedruckte
Zugangsnummer (CAN) des Dokuments
einzugeben.

5. Wihlen Sie im Anderungsdienst die Anwen-
dung zum Neusetzen der PIN.

6. Die Ausweisinhaberin bzw. der Ausweis-
inhaber gibt die neue PIN tiber das Einga-
befeld an dem Anderungsterminal ein und
bestitigt diese neue PIN durch eine zweite
Eingabe.

7. Stellen Sie sicher, dass nur die Ausweis-
inhaberin bzw. der Ausweisinhaber die PIN
kennt und niemand Drittes bei der Eingabe
die PIN erkennen kann.

8. Speichern Sie die Anderung auf dem
Personalausweis. Hindigen Sie das Doku-
ment wieder aus.



Gesprichsleitfaden:
,Neusetzen der PIN“

Sie konnen nun Ihre PIN mit diesem Ein-
gabefeld neu setzen. Die PIN muss sechs-
stellig sein.

Verwenden Sie bitte keine Zahlenfolgen, die
auf IThrem Personalausweis stehen -

also beispielsweise Ihr Geburtsdatum - und
auch keine einfach zu erratenden Kombi-
nationen, z. B.,,123456“

Bitte préagen Sie sich die PIN gut ein. Achten
Sie darauf, dass die PIN nur Ihnen bekannt
bleibt. Notieren Sie die Nummer nicht auf
dem Ausweis.

Bewahren Sie die PIN und die Nummer
fiir die Aufhebung der PIN-Blockade (PUK)
jederzeit an einem sicheren Ort auf.

Teilen Sie die PIN nie Dritten mit, auch
nicht den Mitarbeiterinnen und Mit-
arbeitern einer Personalausweisbehorde.
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fiir den Online-Ausweis wichtige Aufgaben.
Dabher ist jede Anderung sowohl auf dem
Dokument (Anderungsaufkleber) als auch im
Chip nachzuvollziehen.

Das Andern einer Anschrift ist in der zustindi-
gen Personalausweisbehorde nach einer An-
meldung moéglich und wird schrittweise in
ganz Deutschland auch als digital verfiigbare
Verwaltungsleistung (,elektronische Wohnsitz-
anmeldung”) verfligbar gemacht.

Weitere Informationen zur elektronischen
Wohnsitzanmeldung und eine aktuelle
Liste der angeschlossenen Kommunen gibt
es unter: www.personalausweisportal.de/
Wohnsitzinderung.

Veranlassen kann die Anderung der Anschrift
die Ausweisinhaberin bzw. der Ausweisinhaber
personlich oder eine mit entsprechender Ver-
tretungsmacht ausgestattete Person.

4.3.4 Setzen einer selbst gewadhlten,
sechsstelligen PIN

Das Setzen einer selbst gewiahlten, sechs-
stelligen PIN ist stets gebiihrenfrei, vgl.
Nummer 4.3.1 bis 4.3.3.

4.3.5 Anschriftendnderung

Eine Anschrift kann sich aus verschiedenen
Griinden dndern: Biirgerinnen und Biirger zie-
hen um; der Name des Orts, der Strafde oder die
Hausnummer dndern sich. Damit verdndern
sich eventuell auch der amtliche Gemeinde-
schlissel der ausstellenden Behorde sowie ggf.
die Postleitzahl. Die Anschriftsdaten erfiillen

o)

Gesprichsleitfaden:
»Anschriftenanderung”

Ich d@ndere jetzt Thre Anschrift auf
dem Chip des Personalausweises

und drucke einen Anschriftenauf-
kleber, den ich auf der Riickseite Ihres
Personalausweises anbringe.



http://#

Schritt fiir Schritt:
Andern der Anschrift

1. Priifen Sie die Identitdt der Ausweisinha-
berin bzw. des Ausweisinhabers oder die
Identitit der bevollméchtigten Person.

2. Starten Sie in Ihrem Fachverfahren die
Funktion fiir den Anderungsdienst.

3. Legen Sie den Personalausweis so auf das
Anderungsterminal, dass die Vorderseite
sichtbar bleibt, damit die Zugangsnummer
(CAN) abgelesen werden kann.

4. Nun wird die Zugangsnummer (CAN) einge-
geben, die auf der Vorderseite des Personal-
ausweises steht.

5. Wihlen Sie im Anderungsdienst die Anwen-
dung zur Anderung der Anschrift. Es ist nicht
vorgesehen, dass dafiir die selbst gewéhlte,
sechsstellige PIN eingegeben wird.

6. Andern Sie die Anschrift und ggf. auch den
amtlichen Gemeindeschliissel sowie die
Postleitzahl. Speichern Sie die Anderung auf
dem Chip des Personalausweises.

7. Mit der Anwendung zur Anderung der An-
schrift fertigen Sie einen Anschriftenaufkle-
ber mit der neuen Anschrift.

8. Uberpriifen Sie die Daten, die fiir den An-
schriftenaufkleber vorgesehen sind, und

Jede Adressdnderung sichert,
dass Ihre Personendaten

aktuell, eindeutig und jederzeit
nachvollziehbar bleiben auf dem
Ausweis und im Chip.

erginzen Sie, falls erforderlich, die Seriennum-
mer des Ausweisdokuments.

9. Kleben Sie den personalisierten Aufkleber auf
die Riickseite des Dokuments. Achten Sie bitte
darauf, dass die alte Anschrift vollkommen ver-
deckt wird. Versehen Sie den Aufkleber mit ei-
nem Siegelabdruck und schiitzen Sie den Auf-
kleber ggf. mit einer transparenten Schutzfolie.

10. Hindigen Sie den Ausweis aus.

4.3.6 Das Dienstsiegel

Die Verordnung iiber Personalausweise und

den elektronischen Identititsnachweis enthalt
ein Muster des Anschriftenaufklebers. Die Ab-
messungen des Aufklebers betragen 17 x 45 mm.
Der auf dem Aufkleber vorgesehene Siegelkreis
hat einen Durchmesser von 13 mm.

Sofern bei Ihnen bislang grofRere Siegel, z. B. mit
einem Durchmesser von 22 mm, im Einsatz sind
und Sie diese zur Siegelung der Aufkleber ver-
wendet haben, konnen diese weiterhin genutzt
werden. Sollte bei der Siegelung das Dienstsiegel
inklusive Siegelnummer nicht vollstindig ab-
gebildet werden, ist dies hinnehmbar, soweit der
Name in der Siegelumschrift und die Siegel-
nummer erkennbar sind. Das Bundesministerium
des Innern empfiehlt jedoch die Verwendung von
kleineren Dienstsiegeln.

Eine Verwendung von digitalen Siegeln (laser-
gedruckte Siegel) ist aus sicherheitstechnischen
Griinden nicht zulassig. Der Einsatz von Klebe-
siegeln bei Anschriftenaufklebern liegt im Er-
messen der Behorde, wenn das Klebesiegel keine
der in Nr. 6.2.1.4 der Passverwaltungsvorschrift
genannten Schwachstellen aufweist.

Anderungsaufkleber, die vom digitalen Dienst
selektronische Wohnsitzanmeldung® erstellt



wurden, erhalten einen Datamatrix-Code geméf}
Anhang 1b zur PAuswV.

4.4 Sperrdienst

Die Personalausweisbehorde sperrt die Online-
Ausweisfunktion von Amts wegen, wenn der Aus-
weis abhandengekommen ist (Verlust, Diebstahl)
oder die Ausweisinhaberin bzw. der Ausweis-
inhaber verstorben ist und der Personalausweis
noch eine Restgiiltigkeit aufweist.

Dariiber hinaus kann die Ausweisinhaberin bzw.
der Ausweisinhaber die Online-Ausweisfunktion
bei Abhandenkommen des Ausweises Giber die
Sperrhotline (Telefonnummer: 116 116) selbst
sperren lassen.

Die Nutzung des Online-Ausweises wird durch
den Eintrag in einer zentralen Sperrliste gesperrt.
Der Personalausweis kann danach nicht mehr fiir
die elektronische Identifizierung oder das Vor-
Ort-Auslesen verwendet werden, auch wenn die
Online-Ausweisfunktion auf dem Chip weiterhin
aktiviert ist.

Alle Diensteanbieter, die das Online-Ausweisen
bei ihren Geschiftsprozessen anbieten, miissen
in kurzen Aktualisierungsintervallen sogenannte
Sperrlisten abrufen, auf denen alle gesperrten
Ausweise vermerkt sind. Damit konnen sie fest-
stellen, ob die Online-Ausweisfunktion eines
Personalausweises gesperrt ist.

Die Nutzung des Online-Ausweises
wird durch den Eintrag in einer
zentralen Sperrliste gesperrt.
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Bildquelle: Bundesministerium des Innern

4.4.1 Sperren des Online-Ausweises

Die Ausweisinhaberin bzw. der Ausweisinhaber
ist verpflichtet, das Abhandenkommen (Ver-

lust, Diebstahl) des Personalausweises bei einer
(zustdndigen oder unzustidndigen) Personalaus-
weisbehorde oder bei einer Polizeidienststelle zu
melden. Dabei ist eine Identifizierung der Person
erforderlich. Die Sperrung der Online-Ausweis-
funktion wird dann von Amts wegen veranlasst,
sofern die Ausweisinhaberin bzw. der Ausweis-
inhaber die Sperrung nicht bereits selbst iiber die
Sperrhotline (116 116) initiiert hat. Die Personal-
ausweisbehorde hat den Verlust unverziiglich
(sofern abweichend) der ausstellenden Behorde
sowie der zustindigen Polizeibeh6rde zu mel-
den. Die Polizeibehorde priift, den abhanden-
gekommenen Personalausweis daraufhin in die
polizeiliche Sachfahndung einzustellen.

Die ausstellende und die zustdndige Personal-
ausweisbehorde sind gesetzlich verpflichtet,
die Sperrung des Online-Ausweises unverziig-
lich zu veranlassen, auch wenn sie anderweitig
Kenntnis vom Verlust des Ausweisdokuments
oder vom Versterben der Ausweisinhaberin
bzw. des Ausweisinhabers erlangen (vgl. § 25
Absatz 1 PAuswV). Sollte eine andere als die
ausstellende Behorde diese Kenntnis erlangen,
hat sie die ausstellende Behorde tiber den Sach-
verhalt zu informieren.



»Sperrung® bedeutet die Ubermittlung der
Sperrinformationen (Sperrsumme) zum Zweck
der Aktualisierung der zentralen Sperrliste im
Bundesverwaltungsamt.

Zur Sperrung muss Kenntnis tiber das Sperr-
kennwort bestehen. Das Sperrkennwort wird
der Ausweisinhaberin bzw. dem Ausweisin-
haber mit Aushdndigung des Personalaus-
weises mitgeteilt. Kennt sie bzw. er das Sperr-
kennwort nicht, ist das Sperrkennwort durch
einen Blick in das Personalausweis- oder
Melderegister in Erfahrung zu bringen.

Der Sperrstatus zum Online-Ausweis kann so-
wohl durch den Ausweisinhaber selbst als auch
durch die Personalausweisbehoérde durch eine
Statusabfrage ermittelt werden.

Sofern Thre Behorde es zulésst, konnen die Biirge-

rinnen und Biirger den Verlust auch telefonisch
Thnen gegentiber anzeigen. Sie sollten dann je-
doch geeignete Mafnahmen zur Identifizierung
der anrufenden Person ergreifen.

Wer seinen Ausweis ver- 1

liert, muss den Verlust sofort

melden, damit die Sperrung

eingetragen wird. Die Sperrung kann auch

direkt tiber die Sperrhotline 116 116 ver-
anlasst werden.
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Gesprichsleitfaden: ,,Sperrung”

Haben Sie Ihren Personalausweis verloren
oder wurde er Thnen gestohlen? In diesem
Fall kann ich die Online-Ausweisfunktion
fiir Sie sperren lassen.

Haben Sie den Online-Ausweis bereits iiber
die Sperrhotline sperren lassen? Falls nicht,
werde ich jetzt die Sperrung des Online-
Ausweises veranlassen.

Die Sperrung war erfolgreich. Ich speiche-
re die Sperrinformation jetzt im Personal-
ausweisregister und teile der Polizei den
Verlust Thres Ausweises mit.

Falls Sie IThren Personalausweis wieder-
finden, teilen Sie uns dies bitte mit und
legen Sie den Ausweis vor.

Wenn Sie Ihren Personalausweis auch

als Reisedokument verwenden méchten,
empfehle ich Thnen unmittelbar eine Neu-
beantragung. Ein eventuelles Wieder-
auffinden wird zwar auch international
iibermittelt, damit andere Staaten ihre
Sachfahndung entsprechend aktualisieren.
Deutschland hat jedoch keinen Einfluss
auf die Aktualitat der Sachfahndungen in
den Staaten weltweit. Die Nutzung wieder-
aufgefundener Dokumente kann in an-
deren Staaten zu Reiseschwierigkeiten
fithren. In Einzelfillen kann das wihrend
der Reise auch die Einziehung des Ausweis-
dokuments im Ausland bedeuten.




Schritt fiir Schritt:
So sperren Sie den Online-Ausweis
als ausstellende Behorde

1. Prifen Sie die Identitat der Person, die das
Abhandenkommen (Verlust, Diebstahl) ihres
Personalausweises bei Ihnen meldet.

2. Priifen Sie mit der Auskunftsfunktion Ihres
Fachverfahrens, ob die Sperrung bereits tiber
die Sperrhotline veranlasst wurde. Sollte dies
der Fall sein, aktualisieren Sie den Eintrag im
Personalausweisregister.

3. Sofern der Personalausweis bislang noch nicht
als gesperrt im Sperrregister eingetragen ist,
tUbermitteln Sie die Sperrsumme mit der Fach-
anwendung an das Sperrregister im Bundes-
verwaltungsamt.

4. Das Bundesverwaltungsamt teilt Ihnen zeitnah
mit, ob der Sperrvorgang erfolgreich war. Falls
notwendig, fithren Sie den Vorgang erneut
durch. Speichern Sie die Tatsache der erfolgrei-
chen Sperrung im Personalausweisregister.

5. Melden Sie das Abhandenkommen des Perso-
nalausweises der zustidndigen Polizeibehérde.

6. Teilen Sie der Ausweisinhaberin bzw. dem Aus-
weisinhaber mit, dass die ggf. genutzte quali-
fizierte elektronische Signatur nur von dem
Signaturanbieter gesperrt werden kann, bei
dem das Signaturzertifikat erworben wurde.

Die qualifizierte elektronische
Signatur wird nicht von der
Behorde gesperrt, sondern immer
direkt beim Signaturanbieter, der
das Zertifikat ausgestellt hat.

Schritt fiir Schritt:

So veranlassen Sie die Sperrung

der Online-Ausweisfunktion als nicht
ausstellende Behorde

1. Wenn die Sperrsumme fiir Sie aus dem Per-
sonalausweis- oder Melderegister einsehbar
ist, veranlassen Sie die Sperrung tiber das
Fachverfahren.

2. Wenn dies nicht der Fall ist, etwa weil Sie
weder die ausstellende noch die zustindige
Personalausweisbehorde sind, teilen Sie der
Ausweisinhaberin bzw. dem Ausweisinhaber
mit, dass sie bzw. er die Sperrung personlich
oder telefonisch bei der ausstellenden Behorde
oder Uber die Sperrhotline 116 116 (Montag bis
Sonntag, 0 bis 24 Uhr) veranlassen kann. Das
setzt voraus, dass die Ausweisinhaberin bzw.
der Ausweisinhaber das Sperrkennwort kennt.

3. Informieren Sie die ausstellende Personal-
ausweisbehorde umgehend tiber den Verlust.
Sofern Sie die Sperrmeldung nicht veranlassen
koénnen, kann die ausstellende Behorde die
Sperrsumme mitteilen. Dokumentieren Sie
Ihre Meldung.

4. Teilen Sie der Ausweisinhaberin bzw. dem Aus-
weisinhaber mit, dass die ggf. genutzte quali-
fizierte elektronische Signatur nur von dem
Signaturanbieter gesperrt werden kann, bei
dem das Signaturzertifikat erworben wurde.

5. Melden Sie den Verlust des Personalausweises
der zustiandigen Polizeibehorde.



4.4.2 Entsperren der Online-
Ausweisfunktion bei

wiederaufgefundenen Ausweisen

Es kann vorkommen, dass ein Personalausweis
nur voriibergehend verloren ging. Wenn der On-
line-Ausweis gesperrt wurde, kann er nach dem
Wiederfinden wieder entsperrt werden.

Aus Sicherheitsgriinden kann die Ausweis-
inhaberin bzw. der Ausweisinhaber das Ent-
sperren nicht telefonisch vornehmen. Vielmehr
muss sie bzw. er hierfiir persénlich in der zu-
stindigen Personalausweisbehorde vorsprechen.
Die Entsperrung wird ausschliefilich durch das
Behordenpersonal veranlasst.

4.4.3 Auskunft Giber den Sperrstatus

Den Sperrstatus ihres Personalausweises konnen
die Biirgerinnen und Biirger bei der ausstellenden
oder der zustindigen Personalausweisbehorde
oder bei der Sperrhotline 116 116 (Montag bis
Sonntag, 0 bis 24 Uhr) erfragen.

4.4.4 Auskunft Giber das Sperrkennwort

[hr Sperrkennwort kénnen Blirgerinnen und
Biirger bei der zustidndigen oder der aus-
stellenden Personalausweisbehorde erfragen.
Hierzu miissen sie personlich erscheinen und
sich identifizieren.

Schritt fiir Schritt:
So entsperren Sie den Online-Ausweis

1. Prifen Sie die Identitat der Person, die ih-
ren Online-Ausweis bei Ihnen entsperren
lassen mochte.

2. Wenn die Sperrsumme fiir Sie aus dem
Personalausweis- oder Melderegister ein-
sehbar ist, veranlassen Sie die Entsperrung
Uiber das Fachverfahren.

S

Melden Sie das Abhanden-
kommen des Personal-
ausweises der zustandigen
Polizeibehorde.

y

3. Liegt Thnen die Sperrsumme nicht vor, miissen
Sie der ausstellenden Behorde das Wiederauf-
finden des Ausweises mitteilen und sie bitten,
die Entsperrung zu veranlassen. Dokumen-
tieren Sie diese Meldung.

4, Der Sperrlistenbetreiber informiert Sie elek-
tronisch iiber den Erfolg der Entsperrung.

5. Dokumentieren Sie Datum und Uhrzeit der
Entsperrung im Personalausweisregister.

6. Loschen Sie den Sperreintrag im Personalaus-
weisregister.

7. Melden Sie der Polizeibehorde, dass das Doku-
ment wiedergefunden wurde.

Bildquelle: GettyImages / Hiraman



4.5 Gebiihren

Die Gebiihren fiir den Personalausweis mit On-
line-Ausweisfunktion hat der Gesetzgeber in
der ,Personalausweis- und eID-Karten-Ge-
blihrenverordnung* festgelegt (PAuswGebV).
Aktuelle Gebiihreninformationen und FAQ sind
auf dem Personalausweisportal zusammen-
gestellt unter: www.personalausweisportal.de/
personalausweis_gebuehren.

4.6 Sonderfiille

4.6.1 Tatigwerden bei ortlicher
Unzustandigkeit

Biirgerinnen und Biirger konnen auch in 6rt-
lich unzustidndigen Behorden die Ausstellung
eines Personalausweises beantragen, sofern
sie hierfiir einen wichtigen Grund darlegen.
Ein solcher Grund liegt dabei in den folgenden
Sonderfillen regelméflig vor:

« Eine Person verliert an einem anderen als
ihrem Wohnort den Ausweis und benotigt
kurzfristig ein neues Dokument. Eine Moglich-
keit zum Aufsuchen der zustidndigen Personal-
ausweisbehorde besteht nicht.

 Deutsche, die im Ausland leben, kénnen -
ohne der Ausweispflicht zu unterliegen -
einen Personalausweis beantragen. Seit dem
1. Januar 2013 kénnen Auslandsdeutsche ihre
Personalausweise in den Auslandsvertretun-
gen des Auswirtigen Amtes beantragen. Sie
kénnen einen Personalausweis auch im In-
land - bei einer unzustindigen Behorde -
beantragen, wenn ein wichtiger Grund vor-
liegt (z. B. Reise-/Urlaubsaufenthalt im Inland,
Terminprobleme, weite Anreise zur deutschen
Auslandsvertretung).

Wenn Sie in einem der o. g. Fille als 6rtlich unzu-
stindige Behorde titig werden, ist sicherzustellen,

dass die antragstellende Person nicht bereits
iiber einen Personalausweis verfiigt. Sie diirfen
daher dem Antrag nur dann stattgeben, wenn
Ihnen hierzu eine Erméchtigung der eigentlich
zustindigen Behorde vorliegt.

Mit der Entgegennahme und Bewilligung des An-
trags werden Sie zur ausstellenden Behorde.

Bitte beachten Sie: Der Registereintrag fiir den
beantragten Personalausweis verbleibt bis zum
Ablauf der Giiltigkeit bei Ihnen und muss durch
Ihre Behorde den tatsidchlichen Gegebenheiten
angepasst werden (vgl. § 8 Absatz 1a PAuswG; z. B.
Aktualisieren des Status der Online-Ausweis-
funktion, Eintragen einer Sperrung bzw. Ent-
sperrung). Auch die 6rtlich zustidndige Personal-
ausweisbehorde muss den Nachweis tiber die
Personalausweise fiihren, fiir die sie eine Erméch-
tigung gemaf § 8 Absatz 4 Satz 2 des Personalaus-
weisgesetzes erteilt hat.

Biirgerinnen und Biirger konnen
auch in ortlich unzustdndigen
Behorden die Ausstellung eines
Personalausweises beantragen,
sofern sie hierfiir einen wichtigen
Grund darlegen.


http://#

Schritt fiir Schritt:
Tdtigwerden als ortlich unzustindige Behorde

1. Holen Sie die Erméchtigung der 6rtlich
zustindigen Behorde ein.

2. Teilen Sie der zustindigen Personalausweis-
behorde folgende Antragsdaten mit:

+ Familien- und Vorname

« Tag und Ort der Geburt

+ ausstellende Personalausweisbehérde
- Ausstellungsdatum

- Giiltigkeitsdauer

« Seriennummer

3. Achten Sie bei der Antragsaufnahme auf
die Eindeutigkeit des Wohnorts.

4. Speichern bzw. dokumentieren Sie diese
Ermaichtigung.

5. Fithren Sie den Antragsprozess durch
(Abschnitt 4.1).

4.6.2 Sperrkennwort ist nicht im
Personalausweisregister abgelegt

Der Ausweishersteller ibermittelt der ausstellen-
den Personalausweisbehorde das Sperrkennwort
fiir jeden beantragten Personalausweis. Vor Aus-
gabe des Personalausweises an die Biirgerin bzw.
den Birger muss das Sperrkennwort im Personal-
ausweisregister gespeichert werden. Der Empfang
des Sperrkennworts wird daher von Ihrem Fach-
verfahren gegeniiber der Bundesdruckerei GmbH
bestitigt.
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Bitte beachten Sie:

Ist das Sperrkennwort

zum Zeitpunkt der Ausgabe des Ausweis-
dokuments nicht im Personalausweis-
register gespeichert oder erhalten Sie vom
Ausweishersteller keine Nachricht zum
Sperrkennwort, diirfen Sie den Perso-
nalausweis nicht an die Biirgerin bzw.

den Biirger aushindigen. Fiir die aus-
stellende Behorde gibt es nur die Moglich-
keit, den Ausweis neu zu bestellen
(Reklamationsbestellung).

1=
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4.6.3 Reklamation bei fehlerhaften
Personalausweisen

Vertraglich hat die Bundesdruckerei GmbH ge-
regelt, dass ein Ausweisdokument als ,fehlerfrei
abgenommen” gilt, wenn die Reklamation nicht
binnen zehn Werktagen nach Lieferung in der
Bundesdruckerei GmbH eingeht. Mit erfolgter
Abnahme des Ausweisdokuments kann der Pass-/
Ausweishersteller die Begleichung der Rechnung
zu diesem Dokument einfordern. Zur Vermei-
dung von Rechtsnachteilen sollte die Priifung
daher vor Abgabe an die antragstellenden Perso-
nen innerhalb der vorgenannten Frist durchge-
fiihrt werden.



Der Vorteil einer behordlichen Priifung fer-

tig produzierter Ausweisdokumente liegt darin,
dass etwaige Fehler vor Aushdndigung auffallen
koénnen und im Fehlerfall der Biirgerin bzw. dem
Biirger ein zusétzlicher Gang zur Behorde erspart
bliebe. Mitunter kénnen aufgrund von Biiro-
versehen Zahlen-/Buchstabendreher geschehen,
sodass beispielsweise die Gréfienangabe ,,715“
(statt richtig: ,,175“) erst auf dem fertig produzier-
ten Dokument auffallt; vgl. Punkt 4.2.5. Solche
Ausweise sind ungiiltig und zu reklamieren.

Offenbart sich dartiber hinaus im Einzelfall, etwa
bei einer auf Wunsch der antragstellenden Per-
son erfolgten Anzeige der im Chip gespeicherten
Daten (Abschnitt 4.2.5), eine Unrichtigkeit, ist im
Fehlerfall ebenfalls ein Reklamationsverfahren zu
priifen.

Zeigt sich bei der Priifung ein Mangel, gehen Sie
wie nachfolgend beschrieben vor (vgl. Nummer
G.28.3.1 PAuswVwV).
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Neubeantragen des Personalausweises
(Reklamation)

Wenn das Sperrkennwort im Register nicht
gespeichert ist, muss der Personalausweis
neu bestellt werden. Fiir die Ausweis-
inhaberin bzw. den Ausweisinhaber ist das
gebiihrenfrei.

e




Schritt fiir Schritt:

Reklamation bei fehlerhaften Personal-
ausweisen, entdeckt vor Aushdndigung
des Dokuments

1. Wenn der Mangel darauf beruht, dass der Chip
eines Dokuments nicht ausgelesen werden
kann, iiberpriifen Sie zunédchst durch Testen
anderer Dokumente, sofern moglich aus an-
deren Lieferungen, ob die Ursache moglicher-
weise auf einem Defekt des Lesegerits beruht.

2. Sie bearbeiten das Reklamationsformular der
Bundesdruckerei GmbH. Das Reklamations-
formular liegt im Service-Portal der Bundes-
druckerei GmbH als Word-Dokument vor,
sodass Sie es mit [hren Standardangaben
(z. B. Name der Behorde, Behdrdenkennzahl)
ausfillen kénnen. Fiir Riickfragen verwenden
Sie die Giblichen Kontaktdaten der Bundes-
druckerei GmbH:

E-Mail: support@bdr.de
Tel.: 030 25 98-33 33

3. Soll das mangelhafte Ausweisdokument er-
setzt werden, veranlassen Sie bitte tiber Thr
Fachverfahren eine Reklamationsbestellung
(mit aktuellem Lichtbild, Erhebung der Finger-
abdriicke) und geben Sie hierbei die Serien-
nummer des defekten, zu reklamierenden
Dokuments an. Des Weiteren nehmen Sie ei-
nen neuen PIN-Brief zum Antragsdatensatz
und hindigen Sie ihn anschlieffend aus.

Ist der Fehler nicht offensichtlich durch ein
Behordenversehen verursacht, erheben Sie
die Personalausweisgebiihr mit dem Hinweis,
dass die Geblihr nachtriglich erstattet wird,
wenn die Fehlerursache nach Priifung bei der
Bundesdruckerei oder deren Zulieferern lag.

Weiterhin sind tiber das Fachverfahren die
Reklamationsklasse und eine Fehlerbeschrei-
bung einzugeben.

Folgende Reklamationsklassen sind
zu unterscheiden:

+ Chip: fehlerhafter Chip

« Daten: Fehler in Text- oder Bilddaten

+ Material: Materialfehler an Karte

 Bild: Fehler im Lichtbild

+ Unterschrift: Fehler in der Unterschrift

« Sonstiges: sonstiger Fehler

4. Ubersenden Sie das Reklamationsformular zu-
sammen mit dem bemingelten Dokument
an die Bundesdruckerei GmbH. Von Thnen als
fehlerhaft eingeschitzte Dokumente diirfen
nicht entwertet werden, da sonst ein Priifen
des Chips nicht mehr méglich ist.

Adresse fiir die Sendung als Paket:
Bundesdruckerei GmbH, Zentrale Warenannahme,
10917 Berlin

Adresse fiir die Sendung als Brief:
Bundesdruckerei GmbH, Zentrale Warenannahme,
KommandantenstraRe 18, 10969 Berlin

5. Wenn Sie in diesem Zusammenhang den Ser-
vice einer kostenlosen Riickholung nutzen
mochten, besuchen Sie bitte das Service-Portal
der Bundesdruckerei GmbH. Dort finden Sie
nédhere Informationen zur Abwicklung.

6. Eine Priifung der Reklamation durch die Bun-
desdruckerei GmbH erfolgt unverziiglich, so-
bald das fehlerhafte Originaldokument vorliegt.


mailto:support@bdr.de

Es kann aber auch sein, dass Ausweisinhaber-
innen und Ausweisinhaber erst nach geraumer
Zeit wegen Fehlerhaftigkeit des Ausweisdoku-
ments (z. B. defekter Chip) bei der Personalaus-
weisbehorde vorsprechen. Dazu gehen Sie wie
nachfolgend unter 2 beschrieben vor.

Sofern sich nach Priifung des Dokuments in der
Bundesdruckerei GmbH herausstellt, dass der
Personalausweis nicht fehlerhaft und damit die
Reklamation nicht berechtigt ist, erhilt die Be-

horde das Dokument mit einem Vermerk auf dem

Reklamationsformular ,,Dokument fehlerfrei per
Post zurtick. Die Reklamation wird in diesem Fall
von der Bundesdruckerei GmbH storniert.

In allen anderen Fillen wird das neue Dokument
zunichst kostenpflichtig produziert und der Be-

trag nach abschlieffender Priifung im Falle einer

anerkannten Reklamation gutgeschrieben.

Bei einer berechtigten Reklamation (Fehler
wurde durch die Bundesdruckerei GmbH oder
deren Zulieferer verursacht) wird kostenfrei
ein neues Ausweisdokument von der Bundes-
druckerei GmbH gefertigt. Es wird ein neues
Sperrkennwort erzeugt und der Behorde tiber-
mittelt. Die antragstellende Person erhilt zum
Zeitpunkt der Antragstellung einen neuen
PIN-Brief, der zuvor dem Antragsdatensatz zu-
geordnet wurde.

Die Gutschrift bei anerkannten Reklamationen
wird von der Bundesdruckerei GmbH in der
Regel auf einer der nichsten Rechnungen (der
gleichen Produktart) beriicksichtigt. Unter
Angabe der Seriennummer des reklamierten
Dokuments wird sie auf einem zusitzlichen
Blatt (Folgeblatt) aufgelistet, das der Rechnung
beigefligt ist.

Schritt fiir Schritt:

Reklamation durch Ausweisinhaberin bzw.
Ausweisinhaber, nachdem der Ausweis
ausgehdndigt wurde

1. Zunéchst priifen Sie bitte, ob der Mangel er-

sichtlich auf einer unsachgemafien Einwir-
kung von auflen beruht. Eine unsachgeméfie
Einwirkung von aufien liegt insbesondere bei
einer mechanischen, chemischen, thermi-
schen, elektrischen oder elektromagnetischen
Beeinflussung vor.

. Anzeichen hierfur sind eine zweckentfrem-

dete Nutzung (wie z. B. Nutzung des Karten-
korpers als Werkzeug) oder eine schidliche
Einwirkung (z. B. durch Krafteinwirkung, tiber-
méfige Durchfeuchtung, ,Mitwaschen®, Hitze-
bestrahlung etc.).

. Soweit nach Sichtpriifung des Kartenkoérpers

der Fehler bzw. Mangel offensichtlich auf einer
unsachgeméifien Einwirkung von aufien beruht,
entwerten Sie bitte die Karte. In diesem Fall ist

ein neues Dokument zu beantragen, fiir das die
Ausweisinhaberin bzw. der Ausweisinhaber die
volle Gebiihr zu entrichten hat.

. Ist zu dem Fehler bzw. Mangel eine Ursache

nicht offensichtlich erkennbar, Gibersenden Sie
bitte das beméngelte Dokument an die Bun-
desdruckerei GmbH (Abschnitt 4.6.3), zusam-
men mit einer Reklamationsbestellung, wenn
das mangelhafte Dokument ersetzt werden
soll. Die Gebiihr fiir das neue Ausweisdoku-
ment ist zundchst zu entrichten, mit dem Hin-
weis, dass eine Erstattung erfolgt, wenn die
Fehlerursache nach Priifung bei der Bundes-
druckerei oder deren Zulieferern lag.

. Ergibt die Uberpriifung des reklamierten

Dokuments durch die Bundesdruckerei GmbH,
dass keine unsachgemife Einwirkung von



auflen, sondern ein Mangel vorlag, leistet die
Bundesdruckerei GmbH kostenfrei Ersatz.
Sie erstatten die Gebiihr der antragstellenden
Person zurtick.

6. Wurde als Fehlerursache nach Priifung ein un-
sachgemaifler Gebrauch festgestellt, wird das
neue Ausweisdokument kostenpflichtig pro-
duziert und der Behorde in Rechnung gestellt.
Die Behorde behilt die geleistete Gebiihr.

. Im Falle einer Reklamationsbestellung werden
stets ein aktuelles Lichtbild sowie die Finger-
abdriicke an den Dokumentenhersteller iber-
mittelt. Sofern Ihr Fachverfahren die Loschung
der Fingerabdriicke bereits vor Ausgabe des
Dokuments automatisch veranlasst hat,
miissen Sie einen neuen Antrag erfassen.

Tl
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Bitte beachten Sie: ]-d",b)

Wenn das mangelhafte Aus-
weisdokument nicht unbedingt ersetzt
werden soll (z. B. wenn die antragstellende
Person der Personalausweispflicht durch
ein anderes giiltiges Ausweisdokument
nachkommt und von einer erneuten
Personalausweisbeantragung absehen
mochte), ibersenden Sie lediglich das
Reklamationsformular zusammen mit
dem fehlerhaften Originaldokument an die
Bundesdruckerei GmbH.

Wenn die Fehlerursache nach Priifung bei
der Bundesdruckerei oder deren Zulieferern
lag, erfolgt eine Gutschrift in Hohe des
Produktpreises des Ursprungsdokuments.




4.7 Bufigeldtatbestinde

Das Gesetz liber Personalausweise und den
elektronischen Identititsnachweis enthélt in

§ 32 Absatz 1 eine Reihe von Ordnungswidrig-
keiten, aufgrund bei vorsitzlicher Begehung Buf3-
gelder erhoben werden kénnen.

Diese sind u. a.:

- ein VerstofR gegen die Pflicht, einen Aus-
weis zu besitzen (Nr. 1)

- ein VerstofR gegen die Aufforderung zur
Vorlage eines Ausweises bei hoheitlicher
Identifikation (Nr. 2)

« fehlende Antragstellung und auch kein
gliltiges Passdokument zur Erfiillung der
Ausweispflicht (Nr. 3)

- Falschangaben im Antragsprozess (Nr. 4)

« die Nutzung eines fremden elektro-
nischen Identititsnachweises (Nr. 5)

- verspitete oder fehlende Anzeigen nach
§ 27 (Nr.9)

Des Weiteren enthilt das Gesetz tiber Personal-
ausweise und den elektronischen Identitats-
nachweis eine Reihe von Datenschutzverstdfien
und Fehlverhalten im Zusammenhang mit der
Beantragung von Berechtigungen und dem
Umgang mit Berechtigungszertifikaten. Die
Zustandigkeit fiir die Ahndung der Ordnungs-
widrigkeiten regelt § 33, soweit es sich um
Verstofle im Bereich von Aufgaben des Bun-
des handelt. In den iibrigen Fillen regeln die
Lander die Zustdndigkeiten gesondert.
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5.

Informations-
quellen

5.1 Telefonisch

5.1.1 Fiir Fragen der Biirgerinnen

und Biirger

Mochten die Biirgerinnen und Biirger etwas zur
Antragstellung, Ausgabe, Anderung, Sperrung etc.
sowie zu rechtlichen Fragen wissen, sollen sie sich
direkt an die zustindige Personalausweisbehorde
wenden.

Beschwerden gegen Entscheidungen der Perso-
nalausweisbehorde konnen die Biirgerinnen und
Biirger bei der dienstvorgesetzten Dienststelle

(z. B. Kommunalaufsicht, Landkreis, Regierungs-
prasidium, Bezirksregierung) vorbringen.

5.1.2 Fir Fragen der Personal-
ausweisbehodrden

Fiir Thre technischen Fragen und Probleme stehen
Thnen Thr Verfahrensentwickler und das Call- und
Support-Center der Bundesdruckerei GmbH zur
Verfiigung. Das Call- und Support-Center der
Bundesdruckerei GmbH fir technische Probleme
erreichen Sie unter 030 25 98-33 33. Dieser Service
steht Thnen werktags von 8.00 bis 18.00 Uhr zur
Verfiigung. Aufierhalb dieser Zeiten ist ein Anruf-
beantworter eingeschaltet.
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Fiir rechtliche Fragen steht Ihnen Thre Aufsichts-
behorde zur Verfiigung.

5.2 Im Internet

Auf den nachfolgend genannten Internetseiten
erhalten Sie Informationen tiber den Personal-
ausweis mit Online-Ausweisfunktion, die Sie
sowohl bei der Beratung von Biirgerinnen und
Biirgern als auch bei der Kldarung eigener Fragen
unterstitzen.

5.2.1 Internetseiten fiir Blirgerinnen
und Biirger

www.personalausweisportal.de

Die Internetseite des Bundesministeriums des
Innern bietet umfassende Informationen iiber die
Funktionen des Personalausweises, deren Hand-
habung und tiber den Schutz der persénlichen
Daten.

Im Servicebereich werden haufig gestellte Fragen
der Biirgerinnen und Birger beantwortet.


http://#

www.ausweisapp.bund.de

Die Internetseite ermoglicht das Herunterladen
der kostenlosen AusweisApp und bietet aktuelle
Listen geeigneter Kartenlesegerite sowie NFC-fa-
higer Smartphones (Android oder iOS) und viele

praxisnahe Tipps rund um das Online-Ausweisen.

www.bsi.bund.de/BSIFB

Die Internetseite des Bundesamtes fiir Sicher-
heit in der Informationstechnik informiert die
Biirgerinnen und Biirger praxisnah mit einfach
verstandlichen Hinweisen und Anleitungen tiber
ihre Moglichkeiten, sich im Internet zu schiitzen.

5.2.2 Internetseiten fur
Personalausweisbehorden

www.personalausweisportal.de/behoerden
Der passwortgeschiitzte Bereich auf dem
Personalausweisportal wird vom Bundes-
ministerium des Innern exklusiv fiir
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Personalausweisbehorden gepflegt und enthélt
viele behordenrelevante Informationen.

Falls Thnen Thre Zugangsdaten fiir die Anmeldung
nicht vorliegen, wenden Sie sich bitte an die zu-
stindige Aufsichtsbehorde.

www.bundesdruckerei.de/de/support

Die Bundesdruckerei GmbH unterhilt ein pass-
wortgeschiitztes Service-Portal, in dem Sie Fach-
informationen tiber die Losungen und Produkte
der Bundesdruckerei GmbH finden und Kontakt
zu ihrem Service-Team aufnehmen kénnen.

www.bsi.bund.de/eID

Die Internetseite des Bundesamtes fiir Sicherheit
in der Informationstechnik bietet u. a. Informa-
tionen iber anzuwendende Technische Richt-
linien, Giber erforderliche Zertifizierungen und
tber die notwendige Infrastruktur (technische
Spezifikationen inklusive Testmoglichkeiten),
wenn der Online-Ausweis in ein digitales Dienst-
leistungsangebot integriert werden soll.



http://#
http://#
http://#
http://#

5.3 Flyer ,Sicher, einfach, digital -
Der Online-Ausweis*

Das Bundesministerium des Innern stellt Ver-
lagen und Personalausweisbehérden die Druck-
daten fiir einen Informationsflyer zur Verfiigung,
der Biirgerinnen und Biirgern bei der Antrag-
stellung angeboten werden muss.

In diesem Flyer erfahren die Biirgerinnen und
Biirger, wie sie ihren Ausweis in der digitalen Welt
nutzen und mit welchen Sicherheitsmechanis-
men er ihre personlichen Daten schiitzt.

Auflerdem wird erklart, wie die biometrischen
Daten im Personalausweis verwendet werden, wie
wichtig der Brief ist, den Antragstellende mit Bean-
tragung ihres Personalausweises erhalten, welche
Sicherheitshinweise sie beachten sollten und wo sie
die elektronische Funktion sperren kdnnen.

Biirgerinnen und Biirger kdnnen den Flyer im
Internet abrufen unter www.personalausweis-
portal.de/Flyer_Online-Ausweis. Personalaus-
weisbehorden kénnen die QR-Codes des Flyers
anbieten, um auf aktuelle Informationen im
Internet hinzuweisen. Dariiber hinaus kénnen
Sie die Informationen des Flyers auch als doppel-
seitig bedrucktes DIN-A4-Blatt mit QR-Codes in
der Behorde an einem handelstiblichen Drucker
ausdrucken. Eine entsprechende Druckvorlage
finden Sie im Behordenportal zum Herunter-
laden. Mit QR-Codes kénnen Inhalte ohne Ein-
gabe der Internetadresse direkt auf dem Smart-
phone aufgerufen werden.

5.4 Hdufig gestellte Fragen

Das Bundesministerium des Innern beantwortet
zahlreiche hiufig gestellte Fragen unter:

www.personalausweisportal.de/FAQ

Sie finden dort Antworten zu folgenden Themen:

- Beantragung, Kosten und Abholung des
Personalausweises

+ Biometrie (Passbild und Fingerabdriicke)
 PIN-Brief

+ Daten auf dem Personalausweis und im Chip
+ Hinterlegung des Personalausweises

+ Verlust des Personalausweises

+ Online-Ausweisfunktion

« AusweisApp

+ Unterschriftsfunktion
 Pseudonymfunktion und Ausweiswechsel

« hiufige Fragen zu der Anerkennungsverpflich-
tung geméfd EU-Verordnung zu eIDAS

« Diensteanbieter werden

Die Fragen und Antworten werden - wie alle In-
formationen fir Biirgerinnen und Biirger auf
dem Personalausweisportal - regelmiflig mit den
Erfahrungen des Biirgerservice fiir den Personal-
ausweis abgeglichen und ggf. erginzt.

Daher werden die Fragen und Antworten nicht
in diesem Handbuch aufgefiihrt. Informieren Sie
sich bitte auf der o. g. Internetseite tiber die Ant-
worten, die Thnen das Bundesministerium des
Innern fiir Beratungssituationen empfiehlt.
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Im Folgenden finden Sie Erlduterungen fiir viele Begriffe, die
im Zusammenhang mit dem Personalausweis und seinen
elektronischen Mdglichkeiten verwendet werden.

Altersbestatigung

Die Altersbestétigung ist eine Funktion des Perso-
nalausweises. Ein Diensteanbieter verwendet sie,
wenn nur festgestellt werden soll, ob die Biirgerin
bzw. der Biirger ein bestimmtes Alter erreicht hat,
etwa an Zigarettenautomaten oder bei Online-
Diensten mit altersbeschriankten Inhalten. Muss
eine Person z. B. mindestens 18 Jahre alt sein,

um das Angebot nutzen zu kénnen, wird nicht
das vollstindige Geburtsdatum an den Dienste-
anbieter Gibertragen. Vielmehr wird nur tiber-
mittelt, ob die Person zum Zeitpunkt der Abfrage
uber 18 Jahre alt ist. Der Personalausweis tiber-
mittelt also nur ein ,Ja“ oder ,,Nein®.

Anderungsdienst

Der Anderungsdienst ist Bestandteil des Fachver-
fahrens. Er erméglicht nachtriglich die Anderung
der Anschrift, das Aktivieren und Deaktivieren
des Online-Ausweises, das Ersetzen der Einmal-
PIN (sog. Transport-PIN) durch die selbst ge-
wihlte, sechsstellige PIN und das Neusetzen der
PIN. Fiir den Anderungsdienst ist das Anderungs-
terminal notwendig.

Anderungsterminal

Das Anderungsterminal ist ein Schreib-/Lese-
gerit, mit dem der Chip des Personalausweises
angesprochen werden kann. Es ist gebithren-
finanziert und wird den Personalausweisbehor-
den von der Bundesdruckerei GmbH ohne zu-
satzliche Kosten zur Verfiigung gestellt. Das
Anderungsterminal besitzt ein Eingabefeld. Mit
dem Anderungsterminal kénnen die Personal-
ausweisbehorden alle Funktionalititen des An-
derungsdienstes (Aktivieren der Online-Ausweis-
funktion, PIN- und Anschriftinderung) nutzen.
Somit ist sichergestellt, dass keine andere Stelle,
aufler den berechtigten Behorden, die Daten des
Chips dndern kann.

AusweisApp

Fiir den Online-Ausweis benétigen die Nutzerin-
nen und Nutzer eine Software, mit deren Hilfe
eine sichere Verbindung zwischen Kartenlese-
gerit bzw. NFC-fihigem Smartphone (Android
oder i0S), Personalausweis und Diensteanbieter
hergestellt werden kann. Sie ermoglicht den ver-
schliisselten Datenaustausch zwischen Personal-
ausweis und Online-Dienst.



Der Bund stellt mit der kostenlosen AusweisApp
eine einfach zu bedienende Software fiir den
Datenaustausch zur Verfiigung. Sie ist schnell,
leistungsstark und unabhingig von dem ver-
wendeten Webbrowser. Die AusweisApp fiir die
Nutzung am Computer steht fir die Betriebs-
systeme Windows und macOS zur Verfiigung.
Fiir Smartphones mit NFC-Schnittstelle (ab
Android 9.0 und iOS 14.0) kann in vielen Fillen
die mobile AusweisApp genutzt werden. Diese
kann im Google Play Store, in der HUAWEI App-
Gallery oder im App Store von Apple kostenlos
heruntergeladen werden. Informationen tiber ge-
eignete Gerite finden Sie hier:
www.ausweisapp.bund.de/mobile-geraete

Berechtigungszertifikat

Diensteanbieter, die ihren Kundinnen und Kun-
den ermoglichen mochten, den Online-Ausweis
als Identifizierungsmittel fiir Online-Dienste oder
das Vor-Ort-Auslesen zu nutzen, benétigen hier-
fir eine staatliche Berechtigung. Eine hoheitliche
Stelle - die Vergabestelle fiir Berechtigungszerti-
fikate (VfB) im Bundesverwaltungsamt - erteilt
und verwaltet die staatlichen Berechtigungen. Mit
einer staatlichen Berechtigung kénnen Dienste-
anbieter ein technisches Berechtigungszertifikat
und einen elD-Server beschaffen, die ein Auslesen
der Daten aus dem Chip des Personalausweises
ermoglichen. Ohne die staatliche Berechtigung
der VB ist dem Diensteanbieter das Auslesen von
Daten aus dem Chip des Personalausweises nicht
moglich.

Biometrische Daten

Die biometrischen Daten dienen der Identi-
tatsfeststellung. Hierzu ermichtigte Behorden
(etwa Polizei-, Zoll- und Grenzbehorden, Steuer-
fahndung sowie Pass-, Ausweis- und Melde-
behorden) konnen die biometrischen Merkma-
le, die auf dem Chip eines Personalausweises
gespeichert sind, mit der Ausweisinhaberin bzw.
dem Ausweisinhaber vergleichen. Der Abgleich

erfolgt nur zwischen der Person und ihrem Do-
kument. Eine bundesweite Datenbank mit den
biometrischen Daten aller Biirgerinnen und
Biirger existiert nicht. Die hoheitliche Biometrie-
funktion kommt nur bei hoheitlichen Personen-
kontrollen an Grenzen und im Inland zum
Einsatz. Kein Diensteanbieter kann auf die bio-
metrischen Daten zugreifen.

Biometrische Merkmale

Unter biometrischen Merkmalen werden Merk-
male einer Person verstanden, die physikalisch so
eindeutig vermessbar sind, dass diese Person an-
hand dieser Merkmale identifiziert werden kann.
Die bekanntesten biometrischen Merkmale sind
das Gesicht und die Fingerabdriicke.

Im Chip des Personalausweises sind das Lichtbild
sowie seit dem 2. August 2021 verpflichtend zwei
Fingerabdriicke der Ausweisinhaberin bzw. des
Ausweisinhabers gespeichert. Da der Chip aus der
Nihe, mit maximal zehn Zentimetern Abstand,
ausgelesen werden muss, ist es nicht moglich, die
Daten im Chip ohne Wissen der Ausweisinha-
berin/des Ausweisinhabers auszulesen. Hierfur ist
ein spezielles Lesegerit notwendig, das nur hierzu
erméchtigten Behorden zur Verfiigung steht.

CAN
Siehe Zugangsnummer.

Diensteanbieter

Diensteanbieter sind Unternehmen (z. B. Ver-
sicherungen) und 6ffentliche Einrichtungen

(z. B. Kommunalverwaltungen), die Online-
Dienste zur Verfiigung stellen und dabei als
Identititsnachweis den Online-Ausweis nutzen.

eID-Funktion

Die elektronische Identitatsfunktion (eID-Funk-
tion) entspricht der Online-Ausweisfunktion,
siehe auch unten: Online-Ausweis.
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eIDAS-konform

Dies bezeichnet die Konformitit zur ,Verordnung
(EU) Nr.910/2014 tber elektronische Identi-
fizierung und Vertrauensdienste fiir elektroni-
sche Transaktionen im Binnenmarkt und zur
Aufhebung der Richtlinie 1999/93/EG, zuletzt
geindert durch Verordnung (EU) Nr. 2024/1183¢
kurz eIDAS-Verordnung.

Die deutsche Online-Ausweisfunktion wurde
am 26. September 2017 als eIDAS-konform
auf dem hochstmoglichen Vertrauensniveau
»~hoch“ anerkannt.

Durch diese Notifizierung sind alle EU-Mit-
gliedstaaten seit dem 29. September 2018 ver-
pflichtet, ihre eigenen Verwaltungsverfahren
fiir die deutsche Online-Ausweisfunktion zu
6ffnen, wenn sie eine elektronische Identi-
fizierung auf ,,substanziellem” oder ,hohem"
Vertrauensniveau bendtigen.

Dadurch kénnen sich deutsche Biirgerinnen und
Biirger zunehmend auf digitalem Weg z. B. an
Hochschulen im EU-Ausland einschreiben, ihr
Gewerbe in anderen Mitgliedstaaten anmelden,
Steuererklarungen im EU-Ausland abgeben oder
Kfz-Zulassungen im Ausland beantragen.

Weitere Informationen tber die
eIDAS-Verordnung finden Sie hier:
www.personalausweisportal.de/
eIDAS-Verordnung.

Einmal-PIN

Die Einmal-PIN ist eine zufillig erzeugte
flinfstellige Ziffernfolge. Sie schiitzt den On-
line-Ausweis wihrend des Transports vom
Ausweishersteller zur Behorde (Biirgeramt, Ein-
wohnermeldeamt o. A.).

Die Einmal-PIN wird benotigt, wenn man erst-
mals eine selbst gewihlte, sechsstellige PIN am

eigenen Smartphone oder PC setzen mochte.
Nach Eingabe der Einmal-PIN kann die selbst ge-
wihlte, sechsstellige PIN gesetzt werden.

Mochte die Ausweisinhaberin bzw. der Ausweis-
inhaber die selbst gewihlte, sechsstellige PIN bei
Abholung des Personalausweises im Biirgeramt
setzen, wird die Einmal-PIN nicht benétigt.

Mit der selbst gewéhlten, sechsstelligen PIN kann
der Online-Ausweis verwendet werden.

Biirgerinnen und Biirger, die duflern, dass sie den
Online-Ausweis nicht nutzen moéchten, sollten
daher den Tipp erhalten, keine selbst gewihlte,
sechsstellige PIN zu setzen. Erst mit der selbst ge-
wibhlten, sechsstelligen PIN wird ihr Online-Aus-
weis technisch einsatzbereit und kann verwendet
werden.

Fernsignatur

Ein qualifizierter Vertrauensdiensteanbieter iber-
nimmt vorab die Identifizierung und Authenti-
fizierung der unterzeichnenden Person und darf
anschlieffend im Auftrag der unterzeichnenden
Person elektronisch signieren.

Der Nachweis der Identitat muss vor der ersten
Nutzung beim Vertrauensdiensteanbieter erfol-
gen. Die qualifizierte elektronische Signatur wird
anschlieflend von dem Vertrauensdiensteanbieter
fiir die unterzeichnende Person ohne zuséitzliche
technische Ausstattung (Signaturkarte, Lesegerit)
erstellt.

Geheimnummer (PIN)
Siehe PIN.

Hoheitliche Identitatskontrolle
Siehe Biometrische Daten und Biometrische
Merkmale.
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Kartenlesegerat

Bei Nutzung der Online-Ausweisfunktion wird
der Chip im Personalausweis mithilfe einer ge-
eigneten Software (z. B. der kostenlosen staat-
lichen AusweisApp) ausgelesen. Die Daten werden
verschliisselt an den Diensteanbieter tibermittelt,
nachdem die Ausweisinhaberin bzw. der Aus-
weisinhaber der Datentibermittlung durch Ein-
gabe der selbst gewihlten, sechsstelligen PIN zu-
gestimmt hat.

Biirgerinnen und Birgern stehen dafiir drei ver-
schiedene Moglichkeiten zur Verfiigung:

+ Sie kénnen ein fiir den Online-Ausweis ge-
eignetes Kartenlesegerit in Verbindung mit
einem Computer oder Laptop verwenden.
Kartenlesegerite sind in der Regel mit dem
Logo des Online-Ausweises gekennzeichnet,
das auch auf der Riickseite des Personalaus-
weises zu sehen ist, und im Handel erhiltlich.

- Sie konnen ein NFC-fahiges Smartphone
(Android oder iOS) als , Kartenlesegerit“ in
Verbindung mit einem Computer oder Lap-
top verwenden.

- Sie konnen ein NFC-fihiges Smartphone
(Android oder iOS) fiir das mobile Online-
Ausweisen verwenden.

Fiir Smartphones mit NFC-Schnittstelle (ab
Android 9.0 und iOS 14.0) kann in vielen Fillen
die mobile AusweisApp genutzt werden, die im
Google Play Store, in der HUAWEI AppGallery
und im App Store von Apple kostenlos herunter-
geladen werden kann. Informationen tiber ge-
eignete Geréte finden Sie hier: www.ausweisapp.
bund.de/mobile-geraete.

Maschinenlesbare Zone
Die maschinenlesbare Zone (abgekiirzt MRZ,
englisch: Machine Readable Zone) befindet sich

im unteren Bereich der Riickseite des Personal-
ausweises. Sie ist den Vorgaben der Inter-
nationalen Zivilluftfahrtorganisation (ICAO)
entsprechend gestaltet. Dadurch ist sicher-
gestellt, dass die deutschen Ausweise und Passe
z. B. bei Grenzkontrollen maschinell gelesen
werden kénnen.

Die MRZ besteht aus drei Zeilen:

1. Zeile: ID = Personalausweis, D = Landercode
der Bundesrepublik Deutschland, Seriennum-
mer mit Priifziffer

2. Zeile: Geburtsdatum mit Priifziffer, Giltig-
keitsdatum mit Prifziffer, Lindercode, Versi-
onsnummer, Gesamtprifziffer

3. Zeile: Familienname, Vorname(n) (Leerstellen
werden mit ,<“ dargestellt).

MRZ
Siehe Maschinenlesbare Zone.

Online-Ausweis

Der Online-Ausweis ist gleichzusetzen mit dem
elektronischen Identititsnachweis und ist der
Ausweis fiir die digitale Welt. Mit ihm weisen sich
Biirgerinnen und Biirger sicher im Internet, an
Selbstbedienungsterminals sowie an Automaten
aus und erledigen ihre Behoérdenginge oder ihre
geschiftlichen Angelegenheiten einfach elektro-
nisch. Das spart Zeit, Kosten und Wege.

Die Daten der Biirgerinnen und Biirger
sind beim Ausweisen in der digitalen Welt
immer zuverlassig vor Diebstahl und Miss-
brauch geschiitzt.

+ Vor der Ubermittlung ihrer Ausweisdaten kén-
nen die Nutzerinnen und Nutzer sehen, wer die
Daten erhilt und dass die staatliche Zulassung
der Vergabestelle fiir Berechtigungszertifikate
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(VfB) im Bundesverwaltungsamt fiir die Ab-
frage der Daten vorliegt.

- Damit Ausweisdaten elektronisch tibermittelt
werden kénnen, missen die Nutzerinnen und
Nutzer ihre selbst gewihlte, sechsstellige Ge-
heimnummer (PIN) eingeben.

» Die Ausweisdaten werden immer Ende-zu-
Ende-verschlusselt ibermittelt und kénnen
nicht abgefangen oder eingesehen werden.

Mit dem Online-Ausweis bestimmen die Biirge-
rinnen und Biirger also selbst, ob und wem sie ihre
personlichen Daten verschliisselt iibermitteln.

Online-Ausweis-Logo

Dienstleistungen und fiir den Personalausweis
geeignete Hardware werden mit dem Online-
Ausweis-Logo gekennzeichnet. Daran erkennen
Biirgerinnen und Biirger, dass sie ihren Online-
Ausweis hier einsetzen kénnen.

PIN

PIN steht fiir Personliche Identifikationsnummer
und wird auch Geheimnummer genannt. Durch
Eingabe der PIN fiir den Online-Ausweis bestétigt
die Ausweisinhaberin bzw. der Ausweisinhaber,
dass Daten an einen Diensteanbieter tibermittelt
werden konnen.

Die sechsstellige Ziffernfolge legt die Ausweis-
inhaberin bzw. der Ausweisinhaber selbst fest.
Sie darf nur der Ausweisinhaberin bzw. dem
Ausweisinhaber bekannt sein. Bei der Wahl der
sechs Ziffern fiir die PIN soll keine leicht zu er-
ratende Zahlenkombination verwendet werden,
also weder ,,123456“ noch das Geburtsdatum
der Ausweisinhaberin bzw. des Ausweis-
inhabers oder andere Zahlen, die auf dem Aus-
weis zu lesen sind. Die PIN darf nicht auf dem
Ausweis notiert oder zusammen mit dem Aus-
weis aufbewahrt werden.

Die Biirgerinnen und Biirger konnen ihre PIN
jederzeit ohne Kosten selbst an ihren eigenen Ge-
raten (Computer, Laptop, NFC-fahiges Android-
oder iOS-Smartphone) oder an einem Selbst-
bedienungsterminal 4ndern. In einer Pass- und
Ausweisbehorde konnen sie ebenfalls ihre PIN
dndern lassen oder eine neue PIN setzen lassen,
falls sie ihre PIN vergessen haben. Beide Vorginge
sind gebthrenfrei (Abschnitt 4.3.3).

PIN-Brief

Um eine Gleichbehandlung aller antragstellenden
Personen zu erzielen, wird mit Beantragung des
Personalausweises allen Biirgerinnen und Biir-
gern von der Personalausweisbehorde ein Brief
mit Informationen Gber ihren Personalausweis
und die Online-Ausweisfunktion ausgehindigt.
Birgerinnen und Biirger unter 16 Jahren kénnen
den Online-Ausweis noch nicht nutzen.

Dieser Brief wird PIN-Brief genannt und enthélt
vor allem die folgenden Angaben:

« die finfstellige Einmal-PIN

+ die zehnstellige Nummer fiir die Aufhebung
der PIN-Blockade (PUK)

Damit der Online-Ausweis verwendet werden
kann, muss die fiinfstellige Einmal-PIN in eine
selbst gewihlte, sechsstellige PIN gedndert
werden. Erst danach kann der Online-Ausweis
fiir den elektronischen Identitidtsnachweis
genutzt werden.



Pseudonymer Zugang

Der pseudonyme Zugang ist fiir das wieder-

holte Anmelden bei Online-Diensten im eigenen
Nutzerprofil und fiir Dienste vorgesehen, bei
denen eine Registrierung mit persénlichen Daten
nicht notig ist.

Mit der pseudonymen Kartenkennung werden
keine personenbezogenen Daten tibermittelt. Der
Diensteanbieter erkennt den Ausweis an einer
eindeutigen Zeichenfolge, die fiir andere Dienste-
anbieter nicht nachvollziehbar ist.

PUK

PUK steht fiir Personal Unblocking Key und
wird fiir die Aufhebung der PIN-Blockade be-
notigt, nachdem die PIN dreimal falsch ein-
gegeben wurde.

Die PUK ist eine zufillige Ziffernfolge, die nur
die Ausweisinhaberin bzw. der Ausweisinhaber
kennt. Die Blirgerinnen und Biirger erhalten ihre
PUK mit dem PIN-Brief.

Wenn die PIN des Personalausweises dreimal
falsch eingegeben wurde, ist der Online-Ausweis
blockiert. Die PUK dient dazu, diese Blockierung
aufzuheben. Die Aufhebung der PIN-Blockade er-

folgt in der Software fiir den Online-Ausweis, z. B.

in der AusweisApp. Die PUK kann bis zu zehnmal
verwendet werden.

Riicksetznummer (PUK)
Siehe PUK.

Seriennummer

Jeder Personalausweis erhélt eine einmalige
Seriennummer. Sie setzt sich aus Buchstaben des
lateinischen Alphabets und ggf. den Ziffern Null
bis Neun zusammen und beginnt immer mit
einem Buchstaben.

Detaillierte und aktuelle Informationen sind

auf der BMI-Internetseite verfiigbar: www.bmi.
bund.de/SharedDocs/downloads/DE/veroeffent-
lichungen/themen/moderne-verwaltung/aus-
weise/personalausweis-seriennummer.pdf.

Sign-Pad (Signaturtablet)

Englische Bezeichnung fir das Unterschriften-
gerit, mit dem die Unterschrift der antrag-
stellenden Person digital erfasst wird. Durch Ver-
wendung eines Sign-Pads (Signaturtablet) ist es
nicht mehr erforderlich, eine auf Papier gegebene
Unterschrift einzuscannen.

Sperrauskunft

Die Biirgerinnen und Biirger konnen sich tiber
eine Sperrauskunft bei der Sperrhotline oder bei
den Personalausweisbehorden mitteilen lassen,
ob die Online-Ausweisfunktion ihres Personal-
ausweises gesperrt ist.

Sperrhotline

Fiir das Sperren des Online-Ausweises kann die
Sperrhotline unter der Nummer 116 116 (Mon-
tag bis Sonntag, 0 bis 24 Uhr) genutzt werden.

Fiir Anrufe aus dem Ausland: 0049 116 116 oder
0049 30 40 50 40 50. Dazu wird das Sperrkennwort
benotigt.

Sperrkennwort

Das Sperrkennwort ist ein leicht zu merkendes
Wort (z. B. ,Lokomotive“), das der Sperrung

der Online-Ausweisfunktion abhandenge-
kommener Personalausweise dient. Es wird den
Biirgerinnen und Biirgern mit Aushdndigung
des Personalausweises mitgeteilt. Das Sperr-
kennwort kennt neben der Ausweisinhaberin
bzw. dem Ausweisinhaber auch die ausstellende
Personalausweisbehorde.
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Sperrliste

Der Online-Ausweis wird durch den Eintrag in
eine Sperrliste gesperrt. Die Sperrliste enthilt die
Sperrmerkmale abhandengekommener Personal-
ausweise mit eingeschalteter Online-Ausweis-
funktion. Jeder Diensteanbieter verfiigt {iber eine
aktuelle Sperrliste. Bei jeder Nutzung der Online-
Ausweisfunktion ibertragt der Personalausweis
ein dienstespezifisches Sperrmerkmal.

Auf dieser Sperrliste eingetragene Sperrmerkmale
werden vom Diensteanbieter erkannt und die
Nutzung des Online-Ausweises schligt fehl.

Sperrlistenbetreiber

Der Sperrlistenbetreiber stellt jedem Dienste-
anbieter Uber jederzeit 6ffentlich erreichbare
Kommunikationsverbindungen eine aktuelle
Liste bereit, die ausschliefilich die Sperrmerk-
male abhandengekommener Personalausweise
mit eingeschalteter Online-Ausweisfunktion
enthilt. Die Diensteanbieter rufen die Sperrliste
regelméfiig ab und gleichen sie im Rahmen der
Nutzung der Online-Ausweisfunktion mit an-
fragenden Personalausweisen ab.

Sperrmerkmal

Sperrmerkmale eines Personalausweises sind
dienste- und kartenspezifische Zeichenfolgen, die
der Erkennung abhandengekommener Personal-
ausweise durch die Diensteanbieter dienen. Bei
jeder Nutzung der Online-Ausweisfunktion wird
ein Sperrmerkmal an den Diensteanbieter iber-
tragen, damit der Diensteanbieter gestohlen oder
verloren gemeldete Personalausweise erkennen
kann.

Transport-PIN

Mit dem PIN-Brief, der seit dem 17. Februar 2025
ausgehindigt wird, wird der Begriff ,,Einmal-PIN*
eingefiihrt (anstelle ,Transport-PIN“).

Fiir Weiteres siehe Einmal-PIN.

Vergabestelle fiir Berechtigungszertifikate
(VfB)

Unternehmen und Behérden kénnen nur dann
Online-Dienste mit Online-Ausweisfunktion an-
bieten, wenn sie erfolgreich eine Berechtigung
bei der Vergabestelle fiir Berechtigungszertifikate
(VEB) des Bundesverwaltungsamtes in Koln be-
antragt haben. Die Hauptaufgabe der V{B besteht
darin, die Identitat der Diensteanbieter zu tiber-
priifen und festzustellen, ob der Anbieter und
sein Dienst die Voraussetzungen fiir eine staat-
liche Berechtigung erfiillen.

VB
Siehe Vergabestelle fiir Berechtigungszertifikate.

Vor-Ort-Auslesen

Das Vor-Ort-Auslesen ist seit Sommer 2017 mog-
lich. Uberall dort, wo Personendaten wie Name
und Adresse in ein Formular (ibernommen wer-
den sollen, bietet sich ein Vor-Ort-Auslesen an.
Die PIN wird dafiir nicht benétigt.

Die Ausweisinhaberin bzw. der Ausweisinhaber
weist sich zunéchst durch Vorzeigen des Perso-
nalausweises vor Ort in der Behorde oder in den
Unternehmen aus. Dann legt sie bzw. er den
Personalausweis auf das Kartenlesegerit. Uber
den Chip des Personalausweises wird gepriift, ob
die Behorde oder das Unternehmen Gber eine
staatliche Berechtigung fiir das Vor-Ort-Auslesen
von der Vergabestelle fiir Berechtigungszerti-
fikate verfiigt. Die benotigten Daten werden nach
Eingabe der Zugangsnummer (CAN) Ende-zu-
Ende-verschliisselt und fehlerfrei in das Formular
ubertragen.



Das Vor-Ort-Auslesen geht schnell und ver-
hindert Schreibfehler.

Ein unbemerktes Auslesen der Daten im Chip
ohne Wissen der Ausweisinhaberin bzw. des
Ausweisinhabers, etwa im 6ffentlichen Raum,
ist nicht moglich. Der Chip gibt die Daten beim
Vor-Ort-Auslesen nur frei, wenn er die auf dem
Personalausweis aufgedruckte Zugangsnummer
(CAN) Gbermittelt bekommit.

Zugangsnummer (CAN)

Auf der Vorderseite des Personalausweises steht
rechts neben dem Giiltigkeitsdatum eine sechs-
stellige Zugangsnummer. Sie wird auch als
CAN (card access number) bezeichnet und lésst
keine Riickschliisse auf die Ausweisinhaberin
bzw. den Ausweisinhaber zu. Die CAN wird fir
das Vor-Ort-Auslesen benétigt und wenn die
PIN zweimal falsch eingegeben wurde. Damit
die Online-Ausweisfunktion nicht ohne Zu-
stimmung der Ausweisinhaberin bzw. des Aus-
weisinhabers durch eine dritte Fehleingabe der
PIN gesperrt wird, muss vor der dritten Ein-
gabe der PIN die sechsstellige Zugangsnummer
(CAN) eingegeben werden.

Mit der Eingabe der Zugangsnummer (CAN)
kénnen aufierdem staatliche Stellen iiber Lese-
gerite, die mit hoheitlichen Berechtigungs-
zertifikaten ausgestattet sind, die Daten des
Personalausweises lesen. Dartiber hinaus ist
die Eingabe der Zugangsnummer (CAN) tiber
das Anderungsterminal erforderlich, um den
Anderungsdienst durchzufithren.
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